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Executive summary 

Australian Gas Networks (AGN) is one of Australia's largest natural gas distribution companies. We 
own approximately 27,000 kilometres of natural gas distribution networks and 1,300 kilometres of 
natural gas pipelines, serving over 1.3 million customers in South Australia, Victoria, Queensland, 
New South Wales and the Northern Territory. 

As a gas network service provider, we must understand and meet rapidly changing customer 
needs. This means building a flexible and responsive business that seeks to improve productivity 
and enhance the way we manage the vital community assets we own. To do this, we must invest 
in information technology (IT) that allows us manage and monitor our assets, meet our obligations 
and provide consistent and responsive customer service. 

This plan outlines the key IT investments proposed for the next access arrangement (AA) period 
(July 2026 to June 2031). The plan covers traditional IT such as enterprise applications, IT 
hardware, corporate data and managed infrastructure, as well as the operational technology (OT) 
systems for our Supervisory Control and Data Acquisition (SCADA). 

Our IT and OT systems provide the following functionality: 

• managing market transactions;   

• issuing and controlling field work;   

• monitoring and recording gas deliveries to customer sites;   

• facilitating emergency response services;   

• monitoring network condition;   

• analysing network capacity;   

• recording the configuration and location of assets;   

• providing information to our customers and the community;  

• interacting with our customers; and 

• performing associated business functions.   

Combined, these functions allow us to provide a safe, reliable and affordable gas supply to our 
customers. 

Like many utilities globally, we are responding to the challenges brought about by climate change 
and the need to reduce carbon emissions, changes in customer preferences, new technology, rising 
cyber threats, energy efficiency and the price competitiveness of energy resources.  

In 2017, AGN, Dampier Bunbury Pipeline (DBP) and Multinet Gas Networks (MGN) came together to 
form Australian Gas Infrastructure Group (AGIG). AGIG operates across multiple Australian 
jurisdictions, bringing together a wealth of expertise and experience that allows its various 
businesses to share knowledge, information and resources for the benefit of customers.  

AGIG’s scale and breadth of resources presents opportunity to deliver benefits for AGN’s customers 
in South Australia, Victoria, Queensland, New South Wales and the Northern Territory. Not least, it 
allows us to review and rationalise our IT systems and infrastructure across the group, moving to 
shared platforms where practicable.  

We are well progressed on the IT rationalisation journey. During the current AA period (July 2021 
to June 2026) we completed a data centre consolidation, rationalisation of our IT managed service 
providers, Phase 1 of our OneERP program, uplift of our cyber security capabilities and 
implementation of our data analytics and visualisation platform. These were all key foundations of 
our AGIG IT Strategy, launched in 2019. 
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In the next AA period, we will build on this, with the largest program of work for AGN to transition 
key operational IT systems from AGN’s current third-party operational partner (APA) to an in-house 
AGN Operations function.   

Our aim is to develop a stable and aligned IT environment which will leverage economies of scale 
across all our entities. We will also continue to enhance the way we communicate and provide 
information to our customers, how we collaborate across the business, our utilisation of data 
analytics and visualisation to support reporting and decision making, and appropriately manage 
cyber risks.   

By the end of the current AA period, we will have invested $37 million in capital expenditure on our 
IT systems, including:   

• updates to our critical applications in line with accepted industry practice and manufacturer 
requirements;  

• completion of our field mobility project for work planning and scheduling, process automation 
initiatives and new mobility applications such as mobile maps;    

• continuing investment in our business intelligence reports;   

• Phase 1 of our “One ERP” SAP project, and subsequent upgrade of the system and move to 
SAP’s platform as a service;   

• Customer Relationship Management system to support our Priority Services Programs, 
customer website improvements and automated SMS for some customer notifications;  

• cyber security capability improvements; and 

• a modern human capital management solution.  

In the next AA period, we propose to invest $86 million in our IT systems. This is an uplift of $49 
million compared to the $37 million we forecast to spend in the current AA period. The uplift is driven 
by a significant program of works required to transition and bring in-house several of our core IT 
systems at the cessation of a long-standing outsourcing arrangement, partially offset by reductions 
across Application Renewals and Cyber Security.   

Of the $86 million proposed: 

• $23 million is required to maintain currency and deliver ongoing system improvements for 
our existing IT systems, cyber security capabilities and to replace end-of-life IT devices and 
infrastructure; 

• $5 million is required to deliver new capabilities to meet changing customer and business 
needs; and 

• $58 million is required to transition and bring in-house several of our core IT systems at the 
cessation of a long-standing outsourcing arrangement. 

The following table shows the split of recurrent and non-recurrent IT investment forecast for the 
next AA period, compared with the total investment expected to be undertaken by the end of the 
current AA period (July 2021 to June 2026). 
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1 Context 

The efficient and reliable operation of AGN SA’s gas network is underpinned by corporate and 
operational information technology (IT) systems. These IT systems are currently 
managed/housed/spread across the AGIG and APA environments. The IT systems in the AGIG 
environment are primarily corporate in nature and used across AGIG, with a small number dedicated 
directly to our AGN distribution businesses. The IT systems in the APA environment are primarily 
operational in nature and used nationally across the AGN distribution businesses, with a small 
number dedicated directly to the AGN South Australian network.  

The AGIG IT systems are managed by AGIG and detailed further in the IT Corporate Applications 
and IT Infrastructure business cases.  

The APA IT systems are managed by APA, with oversight from AGIG, and detailed further in the IT 
Operational Applications business case. During the next AA period, the outsourcing arrangements 
with APA that exist today will cease, and AGIG will need to bring the APA IT operational systems 
that support our network operations into the AGIG environment. This large program of work is 
detailed in the AGN Transition business case.  

Cyber security activities are managed collaboratively by AGIG and APA, in line with AGIG’s Cyber 
Security Strategy and Cyber Security Risk Management Program, and are detailed in the Cyber 
Security business case. 

1.1 Core IT architecture 

Our current application landscape is summarised below in Figure 3. Our IT systems provide the 
following functionality to support us to deliver a safe and reliable gas supply to our customers:   

• managing market transactions;   

• issuing and controlling field work;   

• monitoring and recording gas deliveries to customer sites;   

• facilitating emergency response services;   

• monitoring network condition;   

• analysing network capacity;   

• recording the configuration and location of assets;   

• providing information to our customers and the community;  

• interacting with our customers; and 

• undertaking corporate functions including payroll and human resources, finance and accounting, 
procurement and contract management.  
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Given the national coordination approach, the majority of IT Capex required to deliver the program 
of work for South Australia over the next AA period has been estimated in total (across AGIG or 
across all AGN distribution businesses) and then allocated to the South Australian gas distribution 
business on the most appropriate basis. This is consistent with methods adopted in previous 
regulatory submissions and has previously been endorsed by the AER and is discussed further at 3.2 
below. Successful and efficient delivery of the national program requires approval of this approach 
in all jurisdictions. 

1.2 Vision objectives 

Our vision is to provide infrastructure that is essential to a sustainable energy future. It is made up 
of four strategic pillars which are customer focussed, a leading employer, operational excellence and 
sustainable communities. 

Enabling our people with innovative and timely technology solutions plays a big part in achieving 
our vision. IT systems support the day-to-day running of the business and allow us to operate our 
network and pipelines safely and reliably. The running costs of IT are also a direct contributor to our 
efficiency. Rapid growth in the IT landscape requires a vigilant, continuous improvement approach 
to ensure IT systems performance is ‘fit-for-purpose’, robust, resilient to external threats and 
delivered at the lowest possible cost.  

This IT investment plan is designed to support our vision. Our IT investments over the next AA 
period: 

• Are customer focussed: 

• We will maintain and update our critical business systems in line with manufacturer 
requirements and further uplift our cyber capabilities to mitigate the substantial risks 
associated with IT failure or security breaches of our critical business systems. This in turn 
minimises safety risks to customers and employees, as well as unplanned outages and 
disruption of supply for customers.  

• We will maintain modernised customer services to meet the expectations of our customers, 
allowing them to interact with us in more ways and get timely access to information about 
their service and any activities that might impact them. 

• By taking a risk-based approach to maintaining and updating our critical business systems in 
line with manufacturer requirements we will avoid significantly higher overall lifecycle costs 
(e.g. needing to hire expensive IT specialists for urgent work to correct system issues) and 
reduce the potential for compliance breaches and the associated financial penalties and costs 
(e.g. related to compromised staff and customer data). 

• By maintaining and updating our critical business systems as part of a nationally coordinated 
program we will achieve economies of scale and scope. 

• By investing in system enhancement such as automating some currently manual processes, 
we will provide tangible economic benefits to customers including, for example, through 
process efficiencies (reducing time and effort) and increasing project optimisation. 

• Support us to be a leading employer: 

• Our investments to upgrade and enhance our IT systems and infrastructure will ensure our 
employees continue to have access to the right tools and systems to undertake their work. 
Enhancements like Health, Safety and Environment (HSE) capabilities, Contract Management 
System, and Audit and Risk system replacement will provide access to more timely 
information, reduce employee frustration, minimise the potential for errors and support 
employee engagement and skills development. 

• Deliver operational excellence 
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• We will continue to invest in digital experience, supporting our Digital CX Strategy efficient 
growth of our networks. 

• We will continue to improve data capture, collation and analysis to ensure the visibility and 
mitigation of safety and reliability risks and better enable our business to manage assets in 
line with our agreed risk profile (e.g. more real time information on asset components 
identified as showing signs of deteriorating reliability will allow this information to be 
integrated into the maintenance/replacement prioritisation and scheduling processes). 

• Achieve sustainable communities: 

• By enabling billing changes required under the renewable gas adaptation plan in support of 
the net zero transition. 

• We will continue to improve data capture, collation and analysis to ensure the visibility and 
mitigation of environmental, social governance risks and better enable our business to 
manage assets in line with our environmental and social targets. 

1.3 Stakeholder engagement 

We are customer focussed and put our customers at the centre of our plans. Our plans have been 
informed by our extensive customer and stakeholder engagement program, as well as ongoing 
regular customer engagement to understand and respond to the priorities of our customers and 
stakeholders. Feedback from customers and stakeholders is built into our asset management 
considerations and is an important input when developing and reviewing our expenditure programs. 

Customer needs and preferences have been explored through iterative workshops with key 
customer groups, including residential, business, and culturally and linguistically diverse (CALD) 
customers. All documentation from this engagement is provided on our dedicated engagement 
website, Gas Matters1. 

Price and affordability is customers’ number one priority. When customers interact with us, they 
expect efficient resolution to an issue. Customers were also satisfied with our proposal to continue 
our Priority Services Program. Customers often prefer interacting with real people, and having the 
option for online chat and SMS. They also value reliability and safety, and expect both to continue 
at high levels. 

This plan, and the proposed IT projects outlined in it, are consistent with customer needs and 
preferences. By taking a risk-based approach to maintaining and updating our critical business 
systems we will keep costs down while still maintaining the existing IT environment and services at 
a high level. Our Priority Services Program and customer interactions are facilitated by our newly 
implemented CRM platform, website upgrades and digital experience initiatives. Our risk-based cyber 
security program will support ongoing compliance with the relevant legislation and industry 
frameworks, ensuring we can identify, protect, detect, respond to and recover from any potential 
cyberattacks, thereby limiting harmful impacts to our business operations and maintaining the 
reliability and safely our customers value.  

Further information on our stakeholder engagement program is available in Chapter 5 of our Final 
Plan. 

 

1 https://gasmatters.agig.com.au/victorian-engagement-plan 
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1.4 Basis of cost estimates 

Cost forecasts for IT programs have been developed using a bottom-up methodology utilising a 
combination of tenders, historical costs for similar programs of work delivered, vendor cost estimates 
or advice from independent expert consultants.  

All costs presented in this plan are direct dollars of January 2025 unless otherwise labelled.  
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IT program of work 2026/27 2027/28 2028/29 2029/30 2030/31 

Total 
next 
AA 

period 

End-user devices – recurrent  411  156  156  156  156  1,037  

Network and currency – recurrent   599  382  326  465  230  2,002  

Network and currency – non-recurrent  49   -   -   -   -   49  

Data centre - recurrent  52   14   14   20   14   115 

Cyber Security (SA240)  1,039  296  17 - 51  1,403 

Maintain cyber currency – recurrent  388 - 16 - 51  455 

Uplift data privacy & security – non-
recurrent 

 524  -   -   -   -   524 

Uplift access control  127  296  2   -   -   424 

APA IT Transition (SA241) – non-recurrent  2,971  32,237  6,954  14,033  1,559 57,755  

Total Recurrent  5,123   2,468   3,762   5,487   6,266  23,106  

Total Non-recurrent  5,929   33,078   7,425   14,333   1,859  62,624  

Total  11,052  35,546  11,187  19,819  8,125 85,730  

2.1.1 Strategic pillars 
The projects and programs planned for the next five-year period are integral in delivering under 
our IT strategic pillars. Figure 2.2 sets out our IT strategic pillars and Figure 2.3 shows how the 
program is connected and targeted to delivering on our objectives. Further to this, Appendix A 
provides a visual summary of where each program is contributing to achieving our objectives. 
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Figure 2.2: Our strategic pillars 

 

Figure 2.3: Summary of program by strategic pillars 

 

2.1.2 Expenditure treatment 

It is important to highlight that the way many vendors provide applications is changing. There is a 
trend across the IT sector that is moving away from providing on-premises solutions and 
ownership of software applications, and instead offering ‘software as a service’ (SaaS) and 
‘platform as a service’ (PaaS):  

• SaaS is a cloud computing model where software applications are delivered over the internet as 
a service. Instead of installing and maintaining software on individual devices, users access these 
applications through a web browser. 

• PaaS is a cloud computing model that provides a platform allowing customers to develop, run, 
and manage applications without the complexity of building and maintaining the underlying 
infrastructure. 

The charging models for SaaS and PaaS are evolving, with software often provided via a subscription 
fee, which is expensed as Opex, rather than capitalised as an asset. Several vendors, such as SAP 
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and IBM are moving away from on-premises services or client-owned software completely and are 
ceasing technical support for non-SaaS and non-PaaS solutions (or charging a premium for 
maintaining them). As a result, many businesses have little option but to move to the more Opex-
intensive SaaS and PaaS models. 

As part of the move to SaaS and PaaS, we have considered the appropriate capitalisation treatment 
for each. Our capitalisation approaches are shown in Figure 1.2. 

Figure 1.2: Capitalisation treatment decision tree

 

 

Ongoing operating costs for SaaS, and technical support are increasing across the IT sector, resulting 
in higher ongoing IT Opex. While some of these Opex increases will be offset by reduced physical 
infrastructure costs and result in more efficient processes in the long term, we will continue to incur 
Opex step increases in the near term as the accounting treatment changes with the types of assets 
we are investing in. 

To ensure the shift in applications-related Opex is captured, our IT business cases also show the 
incremental increases or decreases in ongoing Opex related to our applications being upgraded or 
new applications being implemented. These estimates are based on advice for ongoing SaaS, 
support and maintenance costs from vendors. 
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Figure 2.4: IT@AGIG team functions 

 

Figure 2.5: IT@AGIG delivery of IT services 

 

Consistent with large transformational programs of work delivered in the past, we will stand up a 
separate program team and governance model to deliver the Transition program of work. We are 
currently taking advice on the proposed delivery and governance model for the AGN Transition to 
ensure deliverability and minimising impact to customers and other recurrent activities required 
over the period.  

2.8 Summary of current AA period  

In the current AA period we forecast we will invest $37 million in IT. This is around $10 million 
(21%) below our approved allowance of $47 million. As discussed in section 2.2 (and below), this 
lower-than-forecast expenditure is due to:  

• Minor upgrades of GIS and CC&B (versus the major upgrades that were forecast) and deferral 
of EAM and Middleware upgrades (-$4 million);  

• Not implementing the AIPM tool at this time as we were able to address current business 
requirements in this area through smaller works delivered under Mobility (Power Apps) and 
Business Intelligence (Power BI) (-$3 million);  
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• An upgrade of Salesforce Mobility was not required in the period, and we have seen slower than 
expected roll out of additional mobility (-$5 million); 

• Minimising additional investment in the Business Intelligence platform ahead of Transition (-$1 
million); 

• Taking a national approach to digital customer experience initiatives, and therefore seeking input 
and ensuring needs of Victorian customers considered before moving ahead with CRM and 
website initiatives (-$1 million); 

• Partially offset by, higher spend on the AGIG IT Strategy & Roadmap (+$5 million), made up of: 

• Less overall spend on the OneERP program made up of higher than forecast costs to 
deliver the first phase to replace the Business One system with SAP S/4HANA and new 
staged timing and approach for Phases 2 and 3 of the program compared to forecast (-$1 
million);  

• Additional spend required to Uplift Cyber Security Technology & Capabilities in line with key 
gaps and risks identified against the Australian Energy Sector Cyber Security Framework 
(AESCSF) (+$4 million); and 

• New Human Capital Management program (+$2 million); and 

• An increase in the number of end user devices corresponding with uplift in devices per employee 
as well as employee growth, and the need to refresh network and currency and data centre 
equipment to proactively deal with end of life and manage risk (+$1 million). 

By the end of the current AA period we will have: 

• Completed GIS consolidation, and a subsequent minor upgrade of the GIS solution; 

• Completed minor upgrades of our national enterprise asset management (EAM) and customer 
billing systems; 

• Upgraded other IT systems including Historian, Before You Dig Australia, Webmethods and 
Biztalk; 

• Completed the Mobility Integration project for works planning and scheduling and rolled out 
process automation initiatives and additional mobility applications e.g. mobile maps, a number 
of new eForms and PowerApps for Capital PMO Project Lifecycle Checklist and Camera 
Inspection; 

• ongoing system enhancements to meet changing regulatory (i.e. Life Support B2B) and business 
needs (i.e. implementation of changes to contracts and procurement business processes); 

• delivered a CRM solution for our priority services program and commenced an upgrade/re-

platform of our customer website; 

• completed Phase 1 of the OneERP program establishing a functional, fully supported, industry-
standard system, including required upgrades to linked systems such as travel and expense 
management;  

• well underway on Phase 2 of the OneERP program, which for AGN has included subsequent 
upgrade of the OneERP solution and move to SAP’s platform as a service to maintain support 
and deliver future cost avoidance, as well as improved access to new releases and platform 
support; 

• transitioned our IT managed service providers and uplifted our IT operating model; 

• replaced legacy payroll and related systems and manual processes with a modern, fit-for-purpose 
Human Capital Management solution that brings together training, performance and goals, 
employee central, payroll, recruitment and onboarding, succession and development, 
compensation management and offboarding;  
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Appendix B: IT project management methodology 

B1: Project Management Methodology 

To manage all its IT projects, AGIG utilises an industry standard business and technology project management methodology, which is managed 
through formal governance. The project management methodology covers the full project lifecycle. The interaction between the project and project 
management lifecycle is illustrated in the figure below. 

 

The key aspects of the project management methodology are outlined in the diagrams below. Projects are classified as Tier 1, 2, 3 or 4, depending 
on their size, risk and complexity (Tier 1 being large, complex and high risk projects through to Tier 4 which are small, simple and low risk projects). 
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The project management methodology applied to the project varies according to its classification. This ensures the level of structure and discipline  
applied to the project is fit for purpose (i.e. complex, high risk and expensive projects require strong levels of discipline and rigour to ensure project 
success, whereas less complex projects can scale back the level of structure to align to their the size, complexity and risk). 

The delivery, governance and approvals for Tier 1 Complex Projects is depicted below. Tier 2, 3 and 4 projects adopt all relevant delivery, governance 
and approval steps from Tier 1 as is appropriate for their size, risk and complexity. i.e. Tier 2 has slightly less requirements than Tier 1, Tier 3 less 
again and so on. 
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B2: Project approvals 

Executive management support and program and project governance 

As will be seen from the composition of the various governance forums below, the most senior 
people in DBP, from Board members to the CEO to Executive Leadership Team members, are 
involved in approving and monitoring IT projects. 

The following mandatory review and assessment points exist within the governance framework: 

Formal approval by an independent governance forum, e.g. the DBP Board or the Portfolio 
Governance Committee, depending on the size of the project. 

Stage gate assessment of key deliverables, schedules and processes. 

Risk assessment in each stage. 

Progress review by Project Steering Committee (at least monthly). 

Ongoing review of business case, to ensure benefits are still attainable. 

Spot-check quality assurance assessments. 

Formal user acceptance testing and sign-off. 

Closure reports 

Post implementation reviews identifying lessons learned and enhancing the corporate methodology. 

The approval flow for a Tier 1 project is depicted below. 
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IT project governance structure 

The IT project governance structure ensures the projects undertaken are the most appropriate, 
support the business and IT strategy and provide business benefits and risk mitigation. 

The governance structure is scaled to ensure approvals occur at the right level of the organisation, 
and smaller projects are not unnecessarily burdened with onerous governance processes. 

Progress against the IT portfolio of projects is reported monthly to the Projects and Portfolio Review 
Committee. 

The Portfolio Governance Structure and Key Roles are depicted below. 

 

B3: Project governance  

Any projects that have an expected end-to-end budget of over a policy-agreed amount must be 
approved at DBP Board level. 

Executive Leadership Team 

The Executive Leadership Team consists of the executives and the chief executive officer. The ELT 
provides strategic direction and facilitates decision making regarding IT. All large, complex and high 
value IT projects must be approved by the ELT. 

Project and Procurement Review Committee 

The Project and Procurement Review Committee provides oversight on all ongoing capital projects 
including IT projects. 
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IT Portfolio Governance Committee 

The IT Portfolio Governance Committee provides the framework, functions and processes that 
guide IT’s portfolio management activities.  The committee seeks to optimise investments and 
meet organisational strategic and operational goals with an acceptable level of risk. 

The committee acts as the progress review committee for IT projects approved to be delivered in 
the current budget period and are responsible for: 

• endorsing all new projects; 

• endorsing all requests to the Executive Leadership Team; 

• ensuring project alignment with strategic objectives; 

• the governance of all projects and initiatives; monitoring overall spend/savings, benefits, project 
health and dependencies; 

• monitoring overall risks; 

• starting and stopping projects/initiatives; and 

• identifying productivity and business improvement opportunities, including the leverage of 
initiatives across the business, and drives out best practice initiatives 

Project Steering Committee 

The Project Steering Committee (PSC) comprises relevant senior stakeholders from DBP/AGIG 
who oversee delivery of a single, specific project. The PSC tracks the project’s progress and guide 
its direction, to ensure it is in line with strategic objectives and is delivering according to agreed 
business need, priority, objectives, benefits and success criteria.  

The Committee: 

• Provide steerage, consider alternatives and make recommendations as appropriate on behalf of 
their business 

• Approve recommendations that impact project implementation, obtaining approval from 
portfolio delivery Governance (if required) 

• Provide strategic guidance on all key project deliverables 

• Resolve key risks and issues escalated by the project working group 

• Ensure lessons learned form previous relevant programs are applied to scoping of current 
program any new lessons are shared at the end of program  

• Provide regular updates on the project to their respective Leadership Team member 

• Support updates to the IT Portfolio Governance Committee and Project and Procurement Review 
Committee as necessary 

The relationship between the Project Steering Committee and the Project Team is depicted below: 
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Project initiation and approval 

The following diagram illustrates the project initiation and approval process. 
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B4: Good industry practice project management methodology 

An organisational-wide project management framework underpins the program delivery. Risk 
assessments are required as part of the business case development and are revisited at each 
stage of the project to ensure changes in the project, the business operating environment and/or 
the regulatory environment are always considered and addressed. This overall approach is 
supported by three core frameworks: 

• The Project Management Framework (PMF) - providing a consistent and scalable approach to 
project management including artefacts and processes. 

• The Change Management Framework (CMF) – providing guidance for the activities and artefacts 
required for change at each stage of the project lifecycle. 

• The Project Assurance Framework (PAF) - providing guidance for health checks, stage gate 
reviews and post implementations reviews.  

• The Portfolio Management Office (PMO) – facilitating delivery of the right projects with material 
technology impact, at the right time, in the right way. 

• The Project team roles and responsibilities -  

Portfolio Management Office (PMO) 

The PMO exists to enable AGIG to achieve its strategic vision to deliver infrastructure essential to 
a sustainable energy future.  It does this by facilitating delivery of the right projects with material 
technology impact, at the right time, in the right way. 

A summary of the PMO’s functions and responsibilities is provided in the diagram below: 
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IT Project Controls 

All IT projects are monitored, assessed and controlled using both time-based controls and event-
based controls. 

Time-based controls involve routine tracking of progress and performance and assessing the impact 
of any proposed deviations from the baseline position. These controls are depicted in the diagram 
below: 

 

Event-based controls include formal check point reviews which are embedded into the project 
lifecycle, triggered by events such as stage completion. Each stage has distinct areas of focus and 
key artefacts for completion. To exit each stage, stage gate criteria must be met to ensure key 
deliverables and processes within a stage are completed satisfactorily before the next stage can 
commence, and to ensure the project is still viable. 

These controls are depicted in the diagram below. 
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Change Management Framework (CMF) 

The CMF is a structured approach to transitioning individuals, teams and the organisation from the 
current state to the desired future state and aims to maximise the value and likelihood of achieving 
business outcomes and minimising disruption for our people and customers.  

Similar to the PMF, it is a disciplined methodology which is scaled according to its Tier classification 
(Tier 1 being large, complex and high risk projects through to Tier 4 which are small, simple and 
low risk projects) and follows a staged approach 

as per the diagram below: 

The CMF Tier 1 Complex Projects is depicted below. Tier 2, 3 and 4 projects adopt all relevant steps 
from Tier 1 as is appropriate for their size, risk and complexity. i.e. Tier 2 has slightly less 
requirements than Tier 1, Tier 3 less again and so on. 
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The Project Assurance Framework (PAF) 

The PAF ensures consistent application of the project management governance, artefacts and 
methodologies required to progress a project from stage to stage. 

 

In addition to providing the basis for progression of a project, the Project Assurance Framework will 
guide 

• Stage-gate assessments between each phase 

• Quality Assurance assessments mid-phase, for all post-Propose phases 

• Internal and external audits 

• Post implementation reviews. 
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Appendix C: Application lifecycle management 

We utilise an industry-standard application lifecycle management methodology and a practical framework to determine upgrade timelines and 
priorities. The diagram below outlines the key aspects of this framework. 

 




