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1.5 Options considered 

The options considered are: 

• Option 1 – Deliver operational app upgrade cycle in a parallel with the AGN transition. 

• Option 2 – Pause the upgrade cycle for critical apps during the transition window. 

• Option 3 – Uplift resources and bring forward upgrade of core applications before the 

transition. 

These options are discussed in the following sections. Note that all options assume the AGN 

transition is happening from 1 July 2027 and will take approximately 18 months. However, 

Option 1 is essentially a baseline of upgrade requirements and reflects the program that would 

be undertaken even if there was no transition. 

1.5.1 Option 1 – Deliver operational app upgrade cycle in parallel with 

the AGN transition 

Under this option, we would progress the application upgrades as per the business-as-usual 

cycle, delivering upgrades to all applications while the AGN transition is ongoing. This includes 

upgrades to critical operational applications such as our enterprise asset management system, 

our metering & billing system, our GIS and the FRC gateway. 

1.5.1.1 Advantages and disadvantages 

The advantage of this option is that the applications will remain current and supported by the 

vendor. This mitigates the risk of apps failing or experiencing extended outages.  

However, the pending AGN transition means the disadvantages to this option are substantial. 

When the APA-owned apps are migrated over to the AGIG IT environment, it is important they 

are in a steady state. This means they must in an easily identifiable version, data is current and 

fully backed up, and all app functionality is stable.  

Upgrading an application while simultaneously migrating it to a new IT environment can 

introduce multiple risks, including: 

• Compatibility issues – The new version may not be fully compatible with the new 

environment, causing unexpected errors or degraded performance 

• Increased complexity – Performing two major changes at once makes troubleshooting 

difficult; if issues arise, it is hard to determine whether the upgrade or the migration is the 

cause 

• Data loss or corruption – If migration processes aren’t handled properly, data could be lost 

or corrupted during the transition 

• Configuration conflicts – The new environment may have different settings, dependencies, 

or security protocols that don’t align with the upgraded application 

• User disruption – If not planned carefully, downtime or unexpected failures could impact 

business operations and end users 
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the transition 

window 

Customer Focussed and 

being A Leading Employer 

3. Uplift resources 

and bring forward 

upgrade of core 

applications before 

the transition 

This option achieves our 

objectives of being 

Customer Focussed and 

being A Leading Employer 

$20.5 million 

 

$0.6 million 

 

This option mitigates 

some risk, but presents a 

significant risk to the AGN 

transition and therefore 

the overall risk rating 

remains high. 

 

1.7 Proposed solution 

Our proposed solution is Option 2, pausing the upgrade cycle for our critical applications until 

after the transition. 

1.7.1 Why is the recommended option prudent? 

The operational apps covered in this business case need to be upgraded, and the AGN transition 

is taking place. These are constants in all options and there is no consideration that either will 

not occur. The key question is therefore when to conduct the upgrades: before, during, or after 

the transition. On this basis, we consider Option 2 represents the most prudent approach as it 

provides the best balance between cost and risk.  

Based on the information available today, the difference in cost between the three options is 

relatively small, the variance being the additional opex required to pay for extended support or 

the additional capex for the additional resources required to accelerate the upgrades. If the 

approach under all three options went perfectly, Option 1 or potentially even Option 3 would 

represent a more efficient process, as it would avoid need for extended support. However, the 

risk of Option 1 or Option 3 experiencing complications is greater than the risk in Option 2.  

Option 2 is a conservative approach, which ensures the critical applications will be fully 

functional and supported throughout the transition. Customer service and business continuity 

are among AGIG’s highest priorities; therefore it is imperative our billing system, GIS, asset 

management software and FRC Gateway are functional at all times.  

Option 1 carries a high risk that application upgrades are complicated by the transition and 

increases the potential for critical apps to be offline. Option 3, while mitigating the risk of app 

outages, poses a high delivery risk and has a high potential of encroaching into the AGN 

transition period. Neither outcome is tolerable for AGIG or our customers. 

Option 2 has the advantages of completely separating the upgrade cycle from the AGN transition 

work, eliminating the risk of one activity complicating the other. Of course, this means we will 

carry some risk associated with running outdated apps, and there is also an underlying risk that 

other factors cause the AGN transition to take longer than expected. However, Option 2 allows 

sufficient control and flexibility to be able to manage these risks, should they occur. 

1.7.1.1 Governance & implementation of IT initiatives 

The implementation of IT initiatives outlined in this business case will be governed by AGIG's 

established two-tier framework, which ensures appropriate oversight and decision-making 
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based on the scope and impact of each undertaking. This framework encompasses both larger, 

more complex projects and smaller, incremental improvements. 

Larger initiatives, typically involving significant capital expenditure, strategic impact, or cross-

functional dependencies, will be managed as formal projects following our project management 

methodology. The specific requirements of this methodology, including governance, risk 

management, and reporting, will be tailored to the individual project's characteristics, such as 

risk, complexity, and cost. Where these projects involve system acquisition or outsourced 

services, all procurement activities will adhere to our Procurement Policy and Purchasing 

Procedure to ensure optimal value and efficient outcomes. Detailed business requirements will 

be defined closer to the implementation timeframe, considering current market capabilities and 

specific business needs. Furthermore, the project management processes will incorporate 

appropriate and comprehensive organisational change management plans aligned with the final 

solution and implementation approach. 

Smaller, more tactical improvements will follow a streamlined, agile delivery cycle. This process 

ensures quicker turnaround for lower-risk, high-value non-recurrent improvements. 

Regardless of the initiative’s size, the following principles will apply: 

• An internal business case and justification, commensurate with the initiative’s, cost, risk and 

complexity, will be developed 

• Management will review and approve the business case based on the organisation’s over-

arching priorities, risks and benefits 

• IT Management will oversee the delivery of the initiative and any associated organisational 

change management according to the agreed timelines and outcomes 

• Business user involvement will be strategically managed to maximise their input whilst 

minimising disruption to their operational activities 

• Organisational change management strategies will be designed to mitigate the risks 

associated with the change, proportionate to the initiative’s benefits and organisational 

priorities 

1.7.2 Estimating the efficient costs 

The cost estimates for the IT operational applications program are based on a combination of 

internal and external resourcing (particularly for specialised expertise or to manage workloads), 

software licenses, and potential hardware, as applicable. Unit rates for internal IT and business 

resources are based on an established internal rate card. 

Recurrent upgrade activities draw upon a mix of internal IT, business resources and external 

resourcing for project management, technical implementation, business requirements gathering, 

testing, and training. Our cost estimates for recurrent upgrades are based on historical costs 

where available for similar projects, such as previous upgrades for the same application. 

Where specialised skills or additional capacity is required, internal teams may be supplemented 

by outsourced IT support resources. The rates for outsourced IT support are governed by 

agreed contract rate cards. Our cost estimates are informed leveraging the historical costs of 

delivering improvements based on business requests. 
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For larger and more complex non-recurrent projects, including new implementations and 

significant upgrades, our cost estimates include indicative pricing and implementation costs 

obtained from vendors and our service partners, supplemented with the increasing capabilities 

of our internal teams, and business resources as required. 

All procurement processes for IT applications will comply with our Procurement Policy and 

Purchasing Procedure and will follow transparent, competitive tendering processes to select the 

best value for money solution.  

Overall, there does not appear to be many factors affecting the sensitivity of these estimations, 

however a small amount is costed in USD and therefore susceptible to foreign exchange 

fluctuations.  

1.7.3 Consistency with the National Gas Rules 

NGR 79(1) and NGR 91 

The proposed expenditure on our IT operational applications is consistent with Rule 79(1)(a), 

specifically we consider the capital expenditure is: 

• Prudent – The expenditure is necessary in order to address the identified risks associated 

with migrating critical applications to an new environment. Most importantly, the proposed 

approach mitigates the risk of operational app upgrades impacting the AGN transition and 

elongated what is already an extremely intensive and complex exercise. Our operational 

apps will remain functional throughout the transition and therefore the proposed 

expenditure can therefore be seen to be of a nature that would be incurred by a prudent 

service provider 

• Efficient – The forecast expenditure is based on historical costs for similar work as well as 

estimates from vendors. Actual upgrade costs will be reassessed post the AGN transition 

and we will seek to amend upgrade applications to the most appropriate version at the time, 

in keeping with our n-1 principles. 

• Consistent with accepted and good industry practice – The proposed initiatives will 

ensure that IT applications are maintained to industry standard version levels consistent 

with accepted and good industry practice. This will result in all critical systems being up to 

date, secure and supported by vendors, consistent with good industry practice 

• Achieves the lowest sustainable cost of delivering pipeline services – Upgrading 

our AGN SA IT systems is the lowest sustainable cost for suitable long-term mitigation of 

the risks discussed. The alternative options carry significantly higher risk, and if any of the 

risks do arise, will likely be a higher cost than Option 2. The chosen option is therefore 

consistent with the objective of achieving the highest quality and lowest sustainable cost of 

service delivery. 

NGR 79(2)(c) 

The proposed expenditure on our IT sustaining applications project is required to maintain the 

integrity of services through current, supported and fit for purpose IT applications, managing 

technology risks and preventing material outages that impact the ability of the business to 

function (including tracking and reporting of business information to meet our regulatory 



AGN SA FINAL PLAN 2026/27-2030/31 

ATTACHMENT 9.9 CAPEX BUSINESS CASES 

 

 20 

obligations and requirements). This expenditure is therefore consistent with NGR 79(2)(c)(ii) 

and (iii). 

NGR 74 

The forecast costs in this business case are based on the latest market rate testing, and project 

options consider the asset management requirements as per the IT Investment Plan. Cost 

assessments have been conducted for each option based on the best information available at 

the time of developing this business case. The estimate has therefore been arrived at on a 

reasonable basis and represents the best estimate possible in the circumstances. 
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Appendix A Overview of IT operational apps activities 

Like physical infrastructure assets, such as pipeline assets, IT applications operate within a 

lifecycle that necessitates ongoing maintenance to ensure their continued effectiveness and 

alignment with business needs. However, the IT landscape presents unique challenges due to 

the rapid pace of technological change and the intricate interdependencies between systems. 

As user interfaces, network infrastructure, and other IT applications evolve, older applications 

can experience a degradation of functionality simply due to incompatibility with the broader 

IT environment. 

Furthermore, even the most meticulously planned and implemented IT applications may not 

fully address all business process requirements from their initial deployment. This gap often 

widens over time as business needs themselves evolve, leading to either inefficient manual 

workarounds or the need for modifications and upgrades to the IT applications. 

The interconnected nature of these application lifecycle factors is depicted in Figure A.1 below. 

This model underpins our approach to determine the optimal lifespan of an application, 

evaluating the cost vs benefits of its continued operation, and identifying the key factors for 

a strategic replacement to ensure AGN’s operations are support by modern, efficient, and 

reliable IT applications. 

Figure Appendix A.1: IT Application lifecycle concepts 

 

The following sections describe the proposed application upgrades for the period. 

A.1.1 Maximo 

Maximo is our enterprise asset management solution, used to manage gas network operations. 

Maximo is integral to the safe and efficient operation of the AGN SA network. We use the 

application for: 

• Asset tracking and maintenance – monitoring the condition of pipeline assts, ensuring 

timely maintenance and reducing downtime 

• Predictive analytics – by integrating sensors and AI driven insights (for example via UiPath), 

we can predict potential failures and schedule proactive repairs 

• Regulatory compliance – tracking inspections, incidents and compliance reports 

• Workforce management – streamlining work orders, managing field crews and optimising 

resource allocation 
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• Geospatial integrations – integrating GIS technology to map and analyse the network, 

enhancing asset visualisation. 

We currently run version 7.6.1.3 of Maximo, which is almost three years old and falls out of 

vendor support on 30 September 2025. After this date, IBM will no longer provide fixes, 

patches and support for the Maximo 7.6.1.3 release, including base Maximo and its add-on 

products. 

While Maximo 7.6.1.3 will continue to function after September 2025, if functional issues are 

experienced, IBM will be unable to provide fixes unless we enter into an extended support 

agreement for up to five years. Other potential consequences of staying on a version of 

Maximo beyond its support date include: 

• Security vulnerabilities – without regular security updates, Maximo can become susceptible 

to cyber threats, putting sensitive data and critical infrastructure at risk. 

• Audit and reporting challenges – organisations must maintain up-to-date software with 

verifiable security measures. Running an unsupported version may lead to non-compliance 

with industry-specific standards such as ISO 55000, OSHA, FDA regulations, and NERC 

CIP. 

• Reduced application reliability – as software ages without vendor support, issues may arise 

that impact system performance, potentially leading to operational inefficiencies and 

downtime. 

• Integration limitations – Maximo 7.6 may face compatibility issues with AI software and 

other more sophisticated apps. 

To avoid these issues we plan to upgrade to Maximo version MAS 9 or later. This is a major 

upgrade. It is unlikely we would be able to complete this upgrade prior to the start of the AGN 

transition on 1 July 2027, therefore our plan is to deliver the Maximo upgrade in 2028/29 and 

pay for extended support from September 2025 until the upgrade is done. 

A.1.1.1 Maximo upgrade costs 

Maximo is an enterprise-wide application, with the costs allocated between AGN SA, AGN 

Victoria and AGN Queensland based on customer numbers. The total cost estimate is  

$10 million (capex + opex), of which AGN SA’s proportion is 35.2%. 

Capex includes the review of release changes, activating new features as required by the 

business, thoroughly testing the changes prior to release, change management, training, and 

coordination within IT to ensure compatibility with other systems. 

Opex is the cost of extended support (~$500,000 per year). 

A.1.2 FRC Gateway (webMethods) 

The AEMO FRC Gateway is part of the Full Retail Contestability (FRC) Hub, which facilitates 

electronic transactions between gas market participants in Australia. It enables gas retailers, 

distributors, and other stakeholders to exchange business-critical information securely and 

efficiently. 

We use the FRC Gateway for: 



AGN SA FINAL PLAN 2026/27-2030/31 

ATTACHMENT 9.9 CAPEX BUSINESS CASE 

 

 

 23 

• Customer transfers –  processing customer switch requests between retailers. 

• Meter data exchange – send meter readings and consumption data to retailers for accurate 

billing. 

• Market transactions – business-to-business transactions, including service requests, 

disconnections, and reconnections. 

• Regulatory compliance – ensures that all market participants adhere to AEMO’s gas retail 

market procedures. 

• Secure communication – using aseXML (a structured XML format) within ebXML message 

envelopes to transmit data over secure HTTP/S protocols. 

AEMO’s FRC Hub is updated periodically to accommodate system upgrades, industry changes 

and participant needs. The FRC Hub primarily relies on Software AG's webMethods platform. 

Most changes are driven by AEMO as per its FRC Hub Participant User Guide. 

We are currently running version 10.7 of webMethods, which recently fell out of support. To 

maintain currency, we either need to upgrade the software to the latest version, and/or pay 

for extended support in the interim. 

The FRC Gateway is a critical application, and it is imperative the software is in a steady state 

when it is transitioned to AGIG’s IT environment and remains functional throughout the 

transition. To avoid the risk of an outage, our preferred approach is to maintain the current 

version of webMethods until the AGN transition is complete. 

A.1.2.1 webMethods upgrade costs 

webMethods is an enterprise-wide application, with the costs allocated between AGN SA, AGN 

Victoria and AGN Queensland based on customer numbers. The total cost estimate is $2.6 

million (capex + opex), of which AGN SA’s proportion is 35.2%. 

Capex includes the review of release changes, activating new features as required by the 

business, thoroughly testing the changes prior to release, change management, training, and 

coordination within IT to ensure compatibility with other systems. 

Opex is the cost of extended support (~$100,000 per year). 

A.1.3 GIS (GE Smallworld) 

GE Smallworld is a GIS system used to manage our networks. It provides a detailed digital 

representation of our gas infrastructure and is used for network inventory, planning, outage 

management and operational support. The current version of GE Smallworld is due for an 

upgrade and falls out of support in June 2027. 

Upgrading GE Smallworld to a newer version is complex, due to the level of customisation and 

integration with our other applications. The GIS solution is integral to the way we operate the 

network therefore it is essential we ensure migration to the AGIG IT environment runs 

smoothly and the application remains functional throughout. 

Unfortunately, GE does not offer extended support beyond June 2027, therefore we need to 

complete the upgrade as soon as possible, prior to the transition. 
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A.1.3.1 GIS upgrades costs 

GE Smallworld is an enterprise-wide application, with the costs allocated between AGN SA, 

AGN Victoria and AGN Queensland based on customer numbers. The total cost estimate is  

$6 million (capex), of which AGN SA’s proportion is 35.2%. 

Capex includes the review of release changes, activating new features as required by the 

business, thoroughly testing the changes prior to release, change management, training, and 

coordination within IT to ensure compatibility with other systems. 

A.1.4 Metering & billing system (Oracle CC&B) 

Oracle Utilities Customer Care and Billing (CC&B) is a customer information system designed 

for utility companies, including gas network businesses. It helps manage customer accounts, 

billing, service requests, and meter data efficiently. We use Oracle CC&B for: 

• Billing and revenue management –  issuing usage-based billing to retailers and demand 

customers. 

• Meter data management – tracking gas consumption and issuing data to retailers for billing 

accuracy. 

• Regulatory compliance – adherence to government regulations and industry standards for 

gas distribution and billing. 

We currently use Oracle CC&B version 2.9, which falls out of support in April 2027. Extended 

support is available after this time. 

The metering & billing system is integral to our operations. We cannot meet our meter data 

provision or billion obligations without it. The solution has a high number of integrations with 

other systems and very high transaction volumes. This makes upgrade and the migration to 

another IT environment complex and high risk. It is therefore imperative Oracle CC&B is in a 

steady state during the AGN Transition. 

A.1.4.1 Oracle CC&B upgrade costs 

Oracle CC&B is an enterprise-wide application, with the costs allocated between AGN SA, AGN 

Victoria and AGN Queensland based on customer numbers. The total cost estimate is  

$8.25 million (capex + opex), of which AGN SA’s proportion is 35.2%. 

Capex includes the review of release changes, activating new features as required by the 

business, thoroughly testing the changes prior to release, change management, training, and 

coordination within IT to ensure compatibility with other systems.  

Opex is the cost of extended support (~$100,000 per year). 

A.1.5 Workday 

Workday is a cloud-based enterprise software platform that provides financial management, 

payroll, procurement and resource planning functionality. At APA it is used for budgeting, 

expense tracking, resource management and reporting when operating the AGN networks.  
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Workday upgrades are issued twice a year through automatic cloud updates, meaning we 

don’t need to manually install new versions. These regular updates include new features, 

security enhancements, and bug fixes, ensuring Workday remains up to date. 

As a result, the Workday upgrades carry a low risk of impacting the AGN transition and can 

therefore continue as per the usual schedule during the migration to the AGIG IT environment. 

A.1.5.1 Workday upgrades cost assessment 

Workday is an enterprise-wide application, with the costs allocated between AGN SA, AGN 

Victoria and AGN Queensland based on customer numbers. The total cost estimate is  

$0.3 million (capex), of which AGN SA’s proportion is 35.2%. 

A.1.6 Middleware 

Middleware is software that acts as a bridge between different applications, systems, or 

services, enabling them to communicate and work together efficiently. It sits between the 

operating system and applications, handling tasks like data exchange, authentication, and 

integration. 

The middleware that supports the AGN SA operational apps is due for upgrade in 2026/27. It 

is essential this middleware is updated as soon as practicable to ensure our suite of apps 

maintain current performance and are protected from security vulnerabilities and compatibility 

issue before, during and after the AGN Transition. The proposed upgrade is a relatively 

straightforward one-off project, which will replace BizTalk with Azure Integration Services. We 

therefore consider the middleware upgrade can be delivered in full prior to the AGN Transition. 

A.1.6.1 Middleware upgrades cost assessment 

Our middleware solution is used enterprise-wide, with the costs allocated between AGN SA, 

AGN Victoria and AGN Queensland based on customer numbers. The total cost estimate of 

the upgrade is $2.5 million (capex), of which AGN SA’s proportion is 35.2%. 

A.1.7 Mobility applications 

We use the mobility functionality in Salesforce Lightning to help manage AGN network 

operations. It is used by field service teams for real time scheduling, data access, dispatching 

and remote access to asset management systems. 

Salesforce Lightning updates are managed through automatic upgrades that occur three times 

a year. These updates include new features, enhancements, and security improvements, 

ensuring the application is up to date, stable, and supported, without the need for manual 

intervention. As a result, the updates are low risk and can be delivered in parallel with the 

AGN transition with minimal disruption. 

A.1.7.1 Mobility upgrades cost assessment 

Salesforce Lightning is an enterprise-wide application, with the costs allocated between AGN 

SA, AGN Victoria and AGN Queensland based on customer numbers. The total cost estimate 

is $10.6 million (capex), of which AGN SA’s proportion is 35.2%. 
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Capex includes the review of release changes, activating new features as required by the 

business, thoroughly testing the changes prior to release, change management, training, and 

coordination within IT to ensure compatibility with other systems. 

A.1.8 Business intelligence 

We use Microsoft’s Power BI as our business intelligence software for AGN. It is used when 

operating the AGN SA network for: 

• Real-time monitoring – Visualising gas flow, pressure, and pipeline performance 

• Asset management – Tracking maintenance schedules and optimising infrastructure 

investments 

• Regulatory reporting – Automating compliance reports for industry standards 

• Operational Efficiency – Analysing historical data to improve network reliability 

Power BI is provided as software as a service. Updates are automated and require little manual 

intervention. As a result, the Power BI upgrades carry a low risk of impacting the AGN 

transition and can therefore continue as per the usual schedule during the migration to the 

AGIG IT environment. 

A.1.8.1 Power BI upgrade costs 

Power BI is an enterprise-wide application, with the costs allocated between AGN SA, AGN 

Victoria and AGN Queensland based on customer numbers. The total cost estimate is  

$3.1 million (capex), of which AGN SA’s proportion is 35.2%. 

A.1.9 Call centre telephony 

NICE CXOne is a vital component of our call centre telephony software. NICE CXone is a cloud-

based platform that provides automation, analytics and multi-channel communication. It is 

used in our call centre operations to help streamline operations, scheduling and track service 

performance. 

A minor update is required in 2027/28 to maintain version currency and install the latest 

patches. Updates are issued remotely via a cloud-based platform. As a result, the 2027/28 

update is low risk and can be delivered in parallel with the AGN transition with minimal 

disruption. 

A.1.9.1 NICE CXone cost assessment 

NICE CXone is an enterprise-wide application, with the costs allocated between AGN SA, AGN 

Victoria and AGN Queensland based on customer numbers. The total cost estimate  

$0.1 million (capex), of which AGN SA’s proportion is 35.2%. 

Capex includes the review of release changes, activating new features as required by the 

business, thoroughly testing the changes prior to release, change management, training, and 

coordination within IT to ensure compatibility with other systems. 

A.1.10 Historian 

Historian software is a specialised data management system designed to collect, store, and 

analyse time-series data from industrial processes, sensors, and control systems. We use 
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OSISoft PI as historian software for storing historical operational data for the AGN SA and 

AGN Queensland networks. 

The historian software is due for upgrade in 2027/28, however, this coincides with the AGN 

Transition. Historian is not a business-critical application. While we would need to update the 

application once operational activities have been moved from APA to AGIG, we can operate 

on the current version during the transition. All versions of historian are supported by the 

vendor. We will therefore postpone the historian upgrade until after the transition, at minimal 

risk. 

A.1.10.1 Historian upgrade cost  

Historian costs are allocated between AGN SA, and AGN Queensland only, based on customer 

numbers. A different historian solution is in place for the AGN Victorian network. The total 

cost estimate is $2 million (capex), of which AGN SA’s proportion is 81.4%. 

A.1.11 UiPath 

UiPath is a robotic process automation platform that allows businesses to automate repetitive 

tasks using AI-powered software. It is used to track pipeline maintenance and inspections, 

reduce manual data entry and improve workflow automation. 

UiPath is relatively low cost and simple to update. The level of customisation and integrations 

with other operational systems is very low, which means the transition to the AGIG IT 

environment should be low risk. We therefore propose UiPath upgrades continue as per the 

scheduled business-as-usual upgrade program. 

A.1.11.1 UiPath upgrade cost 

UiPath is used by AGN SA only. The total cost estimate of the upgrade is $75,000 (capex), 

100% allocated to AGN SA. 

A.1.12 Higher heating zones 

We need to add functionality to our historian software so that it can record different higher 

heating values in different parts of the network. This change will allow more accurate billing 

and will ensure our back-end systems can accommodate blends of renewable gas entering 

the network. The proposed investment is relatively straightforward and low complexity, 

therefore this change can be delivered along with the historian upgrade (section A.1.10) and 

the AGN transition at minimal risk. 

A.1.12.1 Higher heating zones costs 

The update in higher heating value data is for AGN SA only. The total cost estimate is  

$1.5 million (capex), 100% allocated to AGN SA. 

A.1.13 MDM 

As we roll out digital meters across the network, we need to ensure our meter data 

management system can accommodate the data. Oracle and similar systems offer meter data 

management functionality that allows consumption data to be synchronised with billing 

processes. It helps automate billing, detect anomalies in gas usage, and provides customers 

with accurate consumption insights.  
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There will be an initial capital investment to add the MDM functionality for AGN SA, and an 

uplift in recurrent opex as the digital data volumes increase. The functionality enhancement 

is low risk and should be completed before the AGN Transition. 

A.1.13.1 MDM 

The upgrade to MDM to accommodate digital meter data is for AGN SA only. The total cost 

estimate is $1.71 million (capex + opex), 100% allocated to AGN SA. 
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Appendix C Application lifecycle management 

We follow an industry standard application lifecycle framework to manage applications 

through the implementation, operations, optimisation and retirement phases of their 

lifecycle to determine upgrade timelines and priorities. This framework provides an 

efficient and effective approach to maintaining the security and stability of our 

applications while optimising lifecycle stages. This framework includes the project 

management methodologies to implement the applications, and ongoing lifecycle 

activities to operate and optimise the applications - including upgrade cycles.  

The diagram below outlines the key aspects of this framework. 
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1.3 Background 

Our business processes and customer services rely on reliable access to information. 

That information is stored, accessed and analysed through our IT corporate applications. 

These IT applications help sustain our businesses by enabling a range of activities 

including (but not limited to): 

• Finance and accounting 

• Project management systems 

• Procurement and contract management 

• Customer relationship management and the digital customer experience 

• Data archiving and document management 

• Data analytics and visualisation 

• Payroll and HR 

1.3.1 Our corporate IT asset management approach 

AGIG employs a well-established and proven application management regime, governed 

by our IT Investment Plan, to ensure the ongoing availability, security and optimal 

performance of our business-critical systems for both our staff and our customers in 

South Australia. Our approach involves a considered evaluation of business value, system 

criticality, and vendor recommendations when planning recurrent and non-recurrent 

capital works.  

An important part of our IT asset management approach is timing and priority. Software 

patches and version upgrades are provided by software vendors, who recommend their 

technology be upgraded to ensure continued provision of support and that any potential 

security vulnerabilities can be addressed. These upgrades enable transition to improved 

versions of the technology, correct defects in the technology (which includes how a 

technology type interacts with other technology types), and offer additional functionality. 

Software vendors provide patches and version upgrades to maintain support and address 

potential security vulnerabilities, often including functional changes. These upgrades 

typically involve the application itself and associated technology platform components, 

requiring assessment, design, configuration, customisation, integration, and 

comprehensive testing of impacted processes. 

While vendor timelines are a key input, AGIG strategically applies an application lifecycle 

management methodology to determine the timing and priority of recurrent upgrades. 

This approach balances vendor recommendations with a careful consideration of 

business needs and risk tolerance, ensuring appropriate levels of operation, data 

integrity, and interoperability across our technology environment. A core principle of our 

methodology is maintaining a minimum of N-1 for application upgrades, which aligns 

with industry best practice, ensures ongoing vendor support, and mitigates risks of 

security breaches, system outages, and potential regulatory non-compliance. As AGIG 

IT is a national function, AGN SA corporate applications adhere to the AGIG application 

lifecycle management methodology detailed in Appendix C. 
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1.3.2 Overview of our IT corporate applications program for 

2026-31 

Our IT corporate applications program for the upcoming AA period is structured around 

two key categories of activities: 

• Recurrent maintenance and currency activities: These are business as usual 

activities required to ensure our suite of applications is operationally functional, 

secure and kept ‘in-support’ by the service provider. Service providers release regular, 

cyclical major and minor upgrades, that we have to implement within our business. 

For most of our applications, we have some flexibility as to when we upgrade our 

instance. This provides us with the ability to develop a reasonably steady 

maintenance program overall. It also includes minor enhancements where this is 

delivered as part of an application update/upgrade project, noting significant and 

stand-alone application enhancements are undertaken as a separately scoped and 

implemented projects. 

• Non-recurrent new/replacement application projects: As our businesses 

evolves, so does our suite of applications. We regularly review whether our 

applications remain fit-for-purpose and the most effective and efficient way of 

providing our services. This includes through feedback from users across the 

organisation, and external developments in the technology environment. This 

process often results in the adoption of new applications, adoption of significant new 

additional capability/functionality in existing applications, or the wholesale 

replacement of an application. These projects are scoped separately and 

implemented outside of the regular upgrade program. 

Combined, these two workstreams ensure our applications are maintained appropriately, 

mitigate the risk of obsolescence or downtime, and provide opportunity to improve work 

practices and respond to changing requirements. The scale of this ongoing program may 

vary across regulatory periods based on application upgrade cycles and changing 

business needs. 

AGIG relies on a well-established suite of core applications embedded across our 

operations. Critical corporate applications include our enterprise resource planning 

system (SAP S/4HANA), our HR system (SuccessFactors), and our customer relationship 

management (SAP C4C) system. The recent implementation of SAP S/4HANA in 2023, 

as part of the AGIG-wide OneERP program replacing AGN’s SAP Business One, represents 

a strategic upgrade to our integrated business system capabilities. The transition has 

delivered consolidated and streamlined business processes across critical functions such 

as Finance and Procurement, and has enhanced integration with other key AGIG 

business processes. It is one of our most critical business applications, building the 

foundation for a range of new functionality to our business, going beyond new 

functionalities like mobility, user management and security groups.  

Following the completion of the OneERP project, the anticipated expenditure on 

corporate applications for the 2026-31 AA period (approximately $6.8 million in total) is 

considerably lower than the previous period. While ongoing investment in SAP S/4HANA 

is necessary to maintain the system and facilitate a range of functionality non-recurrent 
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improvements, this is now integrated into our regular upgrade program and is 

significantly below the initial implementation cost. 

1.3.2.1 Recurrent maintenance and currency activities 

Our proposed schedule for recurrent maintenance and currency activities (see Figure 

1.1) is strategically staggered throughout the period. This schedule includes major and 

minor application upgrades thereby ensuring currency and reliability of our corporate 

applications.   

 Figure 0.1: Recurrent maintenance and currency schedule 

 

This phased approach is designed so that work is spread over the period, allowing us to 

deploy resources efficiently. Minor upgrades, such as the annual SuccessFactors releases, 

delivered via a software as a service (SaaS) model, have a shorter timeframe than major 

version upgrades such as S/4HANA. However, they both still require careful assessment 

and selective activation of features. 

1.3.2.2 Non-recurrent new/replacement application projects 

Similar to our recurrent expenditure schedule, our non-recurrent new/replacement 

application projects are staggered across the period to help optimise deliverability (see 

Figure 0.2). These are more strategic in nature and support the organisation delivering 

business strategies through technology solutions. There are two types of application 

implementation projects: 
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Based on these two key inputs, the risk assessment and derived risk rating then guides 

the actions and activities required to ensure safety and compliance are not compromised, 

while delivery of this outcome is done as efficiently and effectively as possible. 

The risk rating assesses the consequence and likelihood of the risk. The risk of an event 

associated with failure of an asset is rated based on the combined effect of the 

consequence and likelihood rating to provide an overall risk rating. This risk rating guides 

the risk management and mitigation activities and facilitates prioritisation. 

Our Operational Risk Framework is based on AS/NZS 2885 and requires all identified 

risks ranked as intermediate or above to be addressed. For risks ranked as high we must 

‘Modify the threat, the frequency or the consequence to reduce the risk rank to 

intermediate or lower’.  

When assessing risk for the purpose of investment decisions, rather than analysing all 

conceivable risks associated with an asset, we look at a credible, primary risk event to 

test the level of investment required. Where that credible risk event has an overall risk 

rating of moderate or higher, we will undertake investment to reduce the risk. 

Seven consequence categories are considered for each type of risk: 

1. Health & safety – Injuries or illness of a temporary or permanent nature, or 

death, to employees and contractors or members of the public. 

2. Environment (including heritage) – Impact on the surroundings in which the 

asset operates, including natural, built and Aboriginal cultural heritage, soil, water, 

vegetation, fauna, air and their interrelationships. 

3. Operational capability – Disruption in the daily operations and/or the provision 

of services/supply, impacting customers. 

4. People – Impact on engagement, capability or size of our workforce. 

5. Compliance – Impact from non-compliance with operating licences, legal, 

regulatory, contractual obligations, debt financing covenants or reporting / 

disclosure requirements. 

6. Reputation & customer – Impact on stakeholders’ opinion of AGN, including 

personnel, customers, investors, security holders, regulators and the community. 

7. Financial – Financial impact on AGN, measured on a cumulative basis. 

The primary risk event being assessed for our IT corporate applications is that as IT 

applications versions become outdated, it becomes increasingly difficult to address 

security weaknesses and implement the remedial actions required to resolve a system 

failure. In a worst-case scenario, the application or technology platform may have a 

catastrophic failure and cannot be recovered, resulting in an urgent need to implement 

either an upgrade or replacement of that system to restore network operations. The 

likelihood of this risk event occurring will increase with time if a suitable ongoing upgrade 

program is not completed. 
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An option to not upgrade or implement improvements in our application suite, only 

replacing applications on failure was dismissed due to the criticality of our application 

suite for our operations and business continuity. For example, it is not practicable to run 

applications such as SAP S/4HANA or SuccessFactors to failure or to update regularly 

(e.g. patches), as too many of our business functions depend on these applications 

working correctly. A run to fail or ‘do nothing’ option has therefore not been explored 

further in this business case. 

1.5.1 Option 1 – Vendor-driven recurrent maintenance and 

currency activities and non-recurrent new/replacement 

application projects 

This option provides a state where all systems would be patched, upgraded and 

supported according to the release schedules provided by vendors, irrespective of 

business criticality. Under this option, all maintenance and currency activities are 

undertaken promptly when these become available from vendors.  

This option assumes AGN implements all vendor-recommended upgrades across our 

application suite at the vendor’s estimated costs and timeline. For S/4HANA for example, 

this would entail the implementation of Feature Pack Stacks (FPS) every six months 

(considered minor upgrades) and a major version every two years. This option also 

includes adhering to additional SuccessFactors minor releases, and additional public 

website platform releases.  

In addition, this option provides an allowance for new/replacement application projects 

based on an identified business need. 

1.5.1.1 Advantages and disadvantages 

An advantage of this approach is that it provides greater certainty that all AGN’s systems 

are fully supported, operational, and are subject to the latest cyber security 

patches/measures (updates). It would reduce the likelihood of application downtime, 

and by continually adopting the latest versions, it would help ensure compatibility with 

emerging hardware and device technologies. Adopting upgrades and patches 

immediately also means our applications will remain fully supported by the vendors’ 

maintenance teams. 

Under this option we would also utilise an allowance for business-driven application 

enhancements to existing systems. This would allow us to make planned (and ad-hoc) 

investments in applications to maximise new capabilities based on business need and 

cost benefit analysis, as well as getting the optimum value out of our investment. 

The major disadvantage of the vendor-driven maintenance and currency approach is the 

cost. Vendors typically release major upgrades every 2-5 years, often with several minor 

updates in between. The cost of an update varies by application, but each update can 

cost anywhere from $50,000 to $5,000,000. Further, the frequency of update would 

likely affect deliverability, requiring an uplift in internal or external resources to keep on 

top of the rolling upgrade program.  
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1.5.2 Option 2 – Risk-based approach to recurrent maintenance 

and currency activities and non-recurrent 

new/replacement application projects 

As a prudent operator, AGN has conducted thorough risk assessments to determine the 

criticality of its IT systems supporting its operations. Consistent with these assessments 

and good industry practice, we have determined that maintaining our systems at the 

current version with a level of redundancy (N-1) is the most efficient and effective 

strategy for ensuring continued compliance, data integrity and operational reliability. 

This option involves a plan to systematically implement recurrent upgrades to our 

applications in alignment with this N-1 approach and our technology lifecycle 

management plan. This strategy ensures software currency, vendor support, security 

risk mitigation, and maintenance of essential features and functionality for business 

users.  

Our approach to recurrent maintenance and currency activities is pragmatic, prioritising 

those that deliver clear business value or address risks of not upgrading exceeding our 

established tolerances.  

Unlike the vendor-driven approach outlined in Option 1, Option 2 does not include the 

immediate application of all released patches, except in cases of identified cyber security 

vulnerabilities requiring immediate action. 

Option 2 also incorporates provisions for non-recurrent new/replacement application 

projects based on a clearly identified business need and positive cost benefit. 

1.5.2.1 Advantages and disadvantages 

This risk-based approach offers several key advantages. Firstly, it allows AGN to 

proactively manage cybersecurity risks by implementing necessary recurrent upgrades 

in a timely manner, but strategically aligned with our assessment of the threat landscape 

related to our environment, potentially will resulting in a lower overall cost compared to 

a purely vendor-driven approach. Secondly, it enables a systematic alignment of 

recurrent upgrades with enterprise-wide requirements and our technology lifecycle 

management plan, ensuring maximum benefit across the organisation. 

The disadvantage of this option is the potential for a temporary increase in risk related 

to vendor support or compatibility issues. By strategically delaying some recurrent 

upgrades, there may be a period where maintenance costs in the event of an issue are 

potentially higher. However, we will consider this risk on a case-by-case basis, assessing 

the specific application, the criticality of the upgrade, and the potential business impact 

of delaying it. Furthermore, a thorough assessment will be undertaken to understand 

any potential compatibility issues arising from the N-1 approach before a decision to 

delay an update or upgrade is made. 

1.5.2.2 Achieving objectives 

The following table outlines how Option 2 will support achievement of our vision 

objectives. 
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outages, under-performing applications, or inadequate vendor support. Furthermore, by 

incorporating targeted and prioritised non-recurrent improvements and implementations, 

this option allows us to meet evolving business needs by ensuring appropriate and fit-

for-purpose application functionality exists. 

Option 2 is consistent with our vision of being A Leading Employer, by providing our 

teams with reliable and effective tools, and it supports our commitment to Operational 

Excellence by enabling lower overall costs of service delivery in the long term, ultimately 

benefiting our customers. 

Maintaining our IT applications effectively throughout the period and the application 

lifecycle is a fundamental aspect of responsible management, particularly given their 

integral role in the management and long-term decision-making processes our business. 

Choosing a less proactive approach would be significant oversight.  

1.7.1.1 Governance and implementation of IT initiatives 

The implementation of IT initiatives outlined in this business case will be governed by 

AGIG's established two-tier framework (Appendix D), which ensures appropriate 

oversight and decision-making based on the scope and impact of each undertaking. This 

framework encompasses both larger, more complex projects and smaller, incremental 

improvements. 

Larger initiatives, typically involving significant capital expenditure, strategic impact, or 

cross-functional dependencies, will be managed as formal projects following our project 

management methodology. The specific requirements of this methodology, including 

governance, risk management, and reporting, will be tailored to the individual project's 

characteristics, such as risk, complexity, and cost. Where these projects involve system 

acquisition or outsourced services, all procurement activities will adhere to our 

Procurement Policy and Purchasing Procedure to ensure optimal value and efficient 

outcomes. Detailed business requirements will be defined closer to the implementation 

timeframe, considering current market capabilities and specific business needs. 

Furthermore, the project management processes will incorporate appropriate and 

comprehensive organisational change management plans aligned with the final solution 

and implementation approach. 

Smaller, more tactical improvements will follow a streamlined, agile delivery cycle (sprint 

cycle). This process ensures quicker turnaround for lower-risk, high-value non-recurrent 

improvements. 

Regardless of the initiative’s size, the following principles will apply: 

• An internal business case and justification, commensurate with the initiative’s, cost, 

risk and complexity, will be developed 

• Management will review and approve the business case based on the organisation’s 

overarching priorities, risks and benefits 

• IT Management will oversee the delivery of the initiative and any associated 

organisational change management according to the agreed timelines and outcomes 
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• Business user involvement will be strategically managed to maximise their input 

whilst minimising disruption to their operational activities 

• Organisational change management strategies will be designed to mitigate the risks 

associated with the change, proportionate to the initiative’s benefits and 

organisational priorities 

1.7.2 Estimating the efficient costs 

The cost estimates for this program are based on a combination of internal and external 

resourcing (particularly for specialised expertise or to manage workloads), software 

licenses, and potential hardware, as applicable. Unit rates for internal IT and business 

resources are based on an established internal rate card. 

Recurrent upgrade activities draw upon a mix of internal IT, business resources and 

external resourcing for project management, technical implementation, business 

requirements gathering, testing, and training. Our cost estimates for recurrent upgrades 

are based on historical costs where available for similar projects, such as previous 

upgrades for the same application. 

Smaller improvements, particularly within systems like SAP S/4HANA, are primarily 

delivered utilising AGIG's internal IT support teams, leveraging their growing expertise. 

Where specialised skills or additional capacity is required, these internal teams may be 

supplemented by outsourced IT support resources. The rates for outsourced IT support 

are governed by agreed contract rate cards. Our cost estimates are informed leveraging 

the historical costs of delivering improvements based on business requests. 

For larger and more complex non-recurrent projects, including new implementations and 

significant upgrades, our cost estimates include indicative pricing and implementation 

costs obtained from vendors and our service partners, supplemented with the increasing 

capabilities of our internal teams, and business resources as required. 

All procurement processes for IT applications will comply with our Procurement Policy 

and Purchasing Procedure and will follow transparent, competitive tendering processes 

to select the best value for money solution.  

Overall, there does not appear to be many factors affecting the sensitivity of these 

estimations, however a small amount is costed in USD and therefore susceptible to 

foreign exchange fluctuations.  

1.7.3 Consistency with the National Gas Rules 

NGR 79(1)/91 

The proposed expenditure on our corporate applications is also consistent with NGR 

79(1)(a) and NGR 91, specifically we consider the capital and operating expenditure is: 
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• Prudent – The expenditure is necessary in order to address the identified risks. The 

proposed initiatives also ensure that our corporate application assets are maintained 

and replaced before they arrive at the end of their useful economic life. The proposed 

expenditure can therefore be seen to be of a nature that would be incurred by a 

prudent service provider. 

• Efficient – The forecast expenditure is based on historic costs for similar work as 

well as estimates from relevant vendors of likely solutions. A formal procurement 

process will be undertaken once the project enters its delivery phase to ensure 

efficient prices are achieved through a competitive tender process. 

• Consistent with accepted and good industry practice – The proposed 

initiatives will ensure that our corporate applications are maintained to industry 

standard version levels consistent with accepted and good industry practice. This will 

result in all critical systems being up to date, secure and supported by vendors, 

consistent with good industry practice. 

• Achieves the lowest sustainable cost of delivering pipeline services – 

Upgrading our corporate systems is the lowest sustainable cost for suitable long-

term mitigation of the risks discussed. The only other viable option for risk mitigation 

would be full replacement of existing IT systems with new systems which would be 

completely cost prohibitive and would also result in significant burden on staff. The 

chosen option is therefore consistent with the objective of achieving the highest 

quality and lowest sustainable cost of service delivery. 

NGR 79(2)(c) 

The proposed expenditure on our corporate applications program is required to maintain 

the integrity of services through current, supported and fit-for-purpose IT applications, 

managing technology risks and preventing material outages that impact the ability of the 

business to function (including tracking and reporting of business information to meet 

our regulatory obligations and requirements). This expenditure is therefore consistent 

with NGR 79(2)(c)(ii) and (iii). 

NGR 74 

The forecast costs in this business case are based on the latest market rate testing, and 

project options consider the asset management requirements as per the IT Investment 

Plan. Cost assessments have been conducted for each option based on the best 

information available at the time of developing this business case. The estimate has 

therefore been arrived at on a reasonable basis and represents the best estimate possible 

in the circumstances. 
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Appendix A Detail of IT corporate applications requirements and 

options considered 

A.1.1 SAP S/4HANA 

AGIG has recently implemented SAP S/4HANA as its enterprise-wide enterprise resource 

planning (ERP) system. AGN and DBP commenced use of SAP S/4HANA in October 2023, with 

MGN to follow suit by end of 2026. The ‘OneERP’ program is an enterprise-wide initiative, with 

costs allocated to the three AGIG entities based on the number full time equivalent (FTE) 

employees. 

As with all applications, SAP S/4HANA is subject to periodic major (new S/4HANA version) and 

minor (new feature pack stack) upgrades. These upgrades are specified by the vendor (SAP) 

and roll out the latest version and functionality each time. Traditionally, every S/4HANA version 

was released annually with mainstream maintenance support from SAP for five years. Once the 

period of mainstream maintenance has elapsed, the version falls out of support, potentially 

incurring higher maintenance costs if something was to go wrong. With S/4HANA version 2023, 

SAP has changed its support model to provide seven years of mainstream maintenance and a 

new S/4HANA version every two years, with regular releases of new functionality for the latest 

version delivered by regular feature pack stacks (FPS). While there is no requirement to adopt 

every major (new version) and minor (FPS) upgrade available, it is prudent to maintain an up-

to-date version of the ERP system where practicable. 

The version of SAP S/4HANA that went live at AGN was S/4HANA 2021, which will be out of 

support in 2026. A later version, S/4HANA 2023, is now available. Phase 2 of the OneERP 

program, which will implement the new ERP at MGN, will upgrade OneERP S/4HANA to version 

2023 in conjunction with a move to SAP’s RISE cloud platform. This upgrade will be completed 

in the current AA period. 

Rather than incur the cost of minor upgrades earlier (approximately $243,000), we have chosen 

to defer the next S/4HANA upgrade until 2029, when a new version will be available. By the 

end of 2026, all three AGIG entities (AGN, DBP and MGN) will be operating on the same version 

of S/4HANA. The 2023 version falls out of support in 2030 after which all three businesses will 

share the costs of the major upgrade in 2028/2029. AGN is comfortable carrying the 

maintenance risk on the 2023 version of SAP S/4HANA until then. 

A.1.1.1 SAP S/4HANA upgrades cost assessment 

SAP S/4HANA is an enterprise-wide application, with the costs allocated between the three 

business entities. Costs for SAP S/4HANA are split based on FTE. The current allocation is:  

• AGN = 24.57% (AGN SA is 8.66%) 

• DBP = 58.86% 

• MGN = 16.57% 

The cost estimate provided by SAP for the 2029 major upgrade is $5.0 million. AGN SA allocation 

based on FTE is 8.66%, or $0.433 million. 

The following tables show the proposed capex and opex uplift over the period. 





AGN SA FINAL PLAN 2026/27-2030/31 

ATTACHMENT 9.9 CAPEX BUSINESS CASE 

 

 

 57 

A.1.2 SAP SuccessFactors 

SuccessFactors is a strategic HR tool that supports AGIG's human capital management needs. 

Regular maintenance and upgrades are crucial to ensure its effectiveness and compliance with 

evolving HR regulations.  

SuccessFactors, as a SaaS solution, operates on a regular release cycle. This model ensures 

that customers benefit from continuous innovation, enhanced security, and improved 

functionality. Failure to adopt timely updates can lead to several negative consequences: 

• Security risks: Outdated systems, including SuccessFactors, are more vulnerable to cyber 

threats 

• Compliance issues: Regular Updates include regulatory changes. Not adhering to regulatory 

changes can result in legal and possible financial penalties 

• Functional limitations: Missing out on new features and enhancements can hinder 

operational efficiency and strategic initiatives 

• Vendor support: Delayed upgrades may impact vendor support 

SuccessFactors typically releases two updates per year. These updates introduce new features, 

enhancements, and bug fixes. The release cycle is designed to balance the need for innovation 

with the stability and reliability of the platform. 

Each release includes a mix of mandatory and optional changes: 

• Mandatory changes: These changes are essential for maintaining the security and 

compliance of the platform. They are automatically applied to all customer instances 

• Optional changes: These changes offer additional features and functionalities that can be 

selectively implemented based on specific AGIG needs 

By proactively managing SuccessFactors updates, AGIG can ensure optimal performance, 

security, and compliance, while reaping the benefits of continuous innovation. 

A.1.2.1 SAP SuccessFactors - options 

The following options have been considered for the SuccessFactors upgrades 

• Option 1: Do not upgrade  

• Option 2: Proactive half yearly release management 

Option 1 is not preferred because the half yearly releases, under a SaaS model, are 

automatically applied to the AGIG SuccessFactors environments. Mandatory changes will be 

applied during the SAP SuccessFactors release schedule and not proactively managing these 

releases is likely to have adverse impact to AGIG employees and HR processes, as well as the 

risks associated with outdated software. 

The preferred approach is Option 2, which is to proactively manage the half yearly releases to 

ensure they are managed without adverse impact to AGIG and that new features and 

enhancements are adopted to streamline processes and improve user experience. 
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A.1.4 HSE capability – INX InControl upgrade 

AGIG’s HSE teams collaborate across the business to support the safe planning and 

implementation of all AGIG work. Their focus is on occupational health and safety, which 

includes mental and physical health both in the office and on site, and well as environment 

issues such as waste minimisation, spill response and emissions reduction. 

Currently, the HSE teams at the three businesses, AGN, MGN and DBP, all use different systems 

to gather and record HSE data.  

MGN and AGN use spreadsheets to keep record of incidents. MGN and AGN currently operate 

in an outsourced business model and the OH&S component is the responsibility of their service 

provider partners.  

The DBP team uses INX InControl, an application that helps organisations record incidents, 

manage risks, and assign corrective actions. The INX tool has been adequate for DBP until now, 

but the software is old and implemented on-prem.  

In 2027, AGN will insource its business operations from the APA. APA has been using Maximo 

HSE specific modules, developed a SafeGuard system to front-end Maximo and has also been 

using Power BI for related reporting.  

In summary, across AGIG and including APA, we currently have several isolated solutions that 

don’t share data and don’t provide consolidated reporting capabilities. Processes for maintaining 

spreadsheets is manual and time consuming. Onboarding the APA’s Maximo OH&S system will 

significantly add to the complexities of this landscape.  

We therefore need to uplift and standardise our HSE management practices, and make the shift 

to a single enterprise-wide solution.  

A.1.4.1 HSE capability – options 

The proposed expenditure during the 2026-31 period is to conduct the detailed analysis of 

AGIG’s requirements and then fully scope and implement a suitable HSE application.  

The process of technology selection will include a comprehensive assessment of the business 

needs, vendor solutions and AGIG’s relevant existing systems including the APA systems. The 

study would assess the options for migrating to a latest version of INX (Option 1 outlined below), 

adoption of the incoming APA solution (Option 2), and implementing a new, fit-for-purpose 

vendor solution (Option 3). Key considerations will also include assessing if a single enterprise 

solution could be achievable and if not what alternative combination would work. 

We are considering several options to upgrade our HSE systems: 

• Option 1 – Continue using existing HSE solutions  

• Option 2 – Adopt incoming APA’s solution  

• Option 3 – Implement a fit-for-purpose HSE solution 

Current thinking is that Option 3 is the most likely solution, however, this will be further refined 

once we have completed our system analysis. Discussion on the proposed options is provided 

below. 

Option 1 
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While continuing to use spreadsheets is permissible in the short term, these fragmented 

practices will become increasingly inefficient and difficult to manage once APA operations are 

integrated into the AGIG businesses. It is not practicable for AGN or MGN to adopt DBP’s INX 

solution, as the application is highly tailored to DBP’s transmission pipeline businesses and not 

suited to a distribution business that carries a significantly different suite of operational risks. 

We consider there are better applications more suited to distribution and transmission 

operations that could be implemented enterprise-wide at a comparable cost.  

Option 2 

Adopting the Maximo-SafeGuard HSE solution from APA might potentially be a pragmatic option 

considering the size of the APA business operations being insourced in 2027. The AGN SA 

network is already managed using a Maximo solution, but it is too early to determine whether 

or not it could also offer any consolidation opportunities, hence the reason for the analysis 

component of this project. 

Adopting a solution without sufficient understanding poses significant risks, including 

misalignment with business needs, inefficiencies, and unmet objectives. Unknown technical 

constraints issues could lead to delays, increased costs, or project failure, and non-compliance. 

Without a thorough evaluation, we would risk wasting resources and introducing more delays 

to solving the bigger picture of AGIG HSE needs. A viable alternative would be to adopt a new, 

fit-for-purpose HSE solution, as per Option 3. 

Option 3 

Option 3 is currently considered the most prudent option. We would assess the existing INX 

capability against a few others in the market and adopt a fit for purpose HSE tool. There are 

several potential tools that would suite our usability, performance, integration, data 

management, and compliance requirements. These include the likes of Cority and Enablon (both 

are comprehensive environmental health and safety management software), SAP EHS (part of 

the SAP suite), Intelex and Sphera (both cloud-based HSE platforms). Each alternative provides 

enhanced user interfaces, improved data handling, better integration options, and strong 

compliance features, making them well-suited for modern enterprise needs.  

This project will involve costs for conducting a comprehensive assessment of AGIG’s broader 

enterprise needs, developing a HSE tool strategy, and then carrying out a tool evaluation 

process guided by that strategy and the identified needs. Key steps include defining 

requirements, evaluating products & vendors, configuring the tool to support business 

processes, migrating data, and training users. The project will also include system integration 

and testing to ensure it meets regulatory and operational needs. 

We expect to commence this project in 2026, with the aim of implementing an upgraded HSE 

tool during 2027/28 and migrating data from all three businesses over the remainder of the 

period. 

A.1.4.2 HSE capability – cost assessment 

The HSE tool is an enterprise-wide project, with /the costs allocated between the three business 

entities. Costs are split based on proportion of revenue. The current revenue-based allocation 

is:  

• AGN = 48% (AGN SA is 16.91%) 





AGN SA FINAL PLAN 2026/27-2030/31 

ATTACHMENT 9.9 CAPEX BUSINESS CASE 

 

 

 62 

decommissioning. The goal is to implement a fit for purpose secure, compliant, and cost-

effective data archiving strategy that will enable AGIG to decommission multiple business 

systems scheduled for retirement between 2026 and 2031, as well as manage the growing data 

across the Organization. 

Data archiving is a critical enabler for decommissioning, as it ensures the preservation of 

essential data, allowing systems to be retired safely. Data archiving also enables effective 

management of exponential data growth from digitisation that often leads to unpredictable live 

data storage costs.  

Decommissioning obsolete systems will relieve AGIG from the burden of maintaining outdated, 

potentially vulnerable legacy systems, which are susceptible to cybersecurity and compliance 

risks.  

If the phased-out systems cannot be decommissioned several key issues of concern arise: 

• Security risk – unsupported databases and O/S, inability to apply security patches 

• Compliance risk – difficult to meet regulatory requirements, protect data integrity over 

mandate periods, and respond effectively to audits or legal inquiries 

• Financial risk – need to support and maintain licensing and infrastructure, retain 

organisational resources, training and knowledge transfer to provide support 

• Operational risk – solutions no longer supported by vendors, loss of knowledge and 

capability of supporting applications, obsolete hardware that can no longer be maintained 

• Business access risk – data is inaccessible from other production systems, complicates data 

retention management, uncertainty if application can be recovered from outages 

Establishing this data archiving capability is crucial for maintaining regulatory compliance, 

reducing costs, and ensuring the security and integrity of long-term data. The successful 

delivery of this project will also lay the foundation for a robust data archiving strategy that 

supports AGIG's ongoing operational, regulatory, and business needs. 

A.1.5.1 Data archiving - options 

We considered several options for implementing a data archiving capability across AGIG. In 

summary, the credible options are: 

• Option 1 – Develop custom DIY data archiving solution   

• Option 2 – Implement an off-the-shelf data archiving product 

• Option 3 – No change to existing situation (do not decommission the redundant applications) 

Option 3 is not preferred as it will not address the technical debt issue. Redundant systems 

maintained as “Read-Only” incur costs on dead assets where supportability may already be an 

issue posing security and operational risks. It is important that we can decommission the 

redundant applications and ensure continuity and security of required data. 

Option 1 is viable for organisations where specific needs cannot be fully addressed by off-the-

shelf products, however a custom solution requires specialist in-house expertise, which AGIG 

does not currently have. We consider there are off-the-shelf solutions that can fully address 

AGIG’s requirements and would not require substantial in-house customisations. We therefore 

propose to pursue Option 2. 
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Capex includes infrastructure, licencing fees, customisation and labour costs to implement the 

new system. Costs are derived from advice from potential vendors, and includes consideration 

of cloud vs on premises costs, with an on-premises solution currently the preferred option. 

Operating costs include software subscriptions and support contracts, training and maintenance. 

A.1.6 Digital experience 

During the current AA period, AGN implemented a customer relationship management (CRM) 

solution across its gas distribution network businesses (AGN and MGN). As per the business 

case SA137 - Digital Customer Experience, we have implemented a flexible CRM with 

foundational functionality. The project was a success and we can now offer our customers a 

contemporary experience that is comparable with other gas distribution businesses. 

Now the CRM has been established, the application has entered the maintenance and 

enhancements phase. We must invest in our CRM to ensure it remains current (and secure) 

while implementing enhancements to improve the solution and ensure it is providing our 

customers the service they expect. Our strategy for the next AA period is to make relatively 

small investments in incremental improvements to our CRM. Our aim is not to establish a best 

in-class CRM in line with those offered by electricity networks, rather we want to keep our online 

offering in line with other Australian gas network businesses. 

For example, Jemena Gas Networks currently offers a self-service portal whereby customers 

can see the status of bills, payments, connections and disconnection services. This ability to 

self-serve and have visibility of connection status is a feature our customers have said would 

be valuable to them and is a basic level of service they expect from their utility provider. We 

believe this is particularly important in the current environment where customers are both 

switching to and away from gas. 

While the specific detail of CRM enhancements is not yet defined, we have developed a high 

level Digital CX Strategy, which identifies seven key areas for improvement: 

1. AGIG website uplift 

2. Digital marketing / engagement 

3. Appliance sales website 

4. Customer portal 

5. Calculators / comparison tools 

6. Trades market place 

7. Trade hub 

The first is outlined above under Public Websites.  

The remaining six initiatives form part of our ongoing CRM enhancement strategy, and are 

currently in the discovery stage. Current focus is on building bill comparison and appliance 

selector tools, improving customers’ self-serve capabilities, and making business-to-business 

communications easier. These enhancements are relatively low cost and can be delivered via 

customisation and/or additional module provided by the vendor. 

Our plan over the coming AA period is to test these initiatives with customers and make 

incremental improvements to our current digital offering across AGN and MGN. As such, at the 
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A range of off-the-shelf contract management applications are available, such as SAP Ariba, 

Coupa, Oracle, Zycus and several others. Many of these applications offer similar core features, 

with a range of functionalities that can be tailored to suite an organisations’ needs. This can 

make it challenging to identify the most appropriate solution, particularly for a large multi-

faceted business such as AGIG. 

A key consideration for AGIG is integration with SAP S/4HANA. The enterprise is currently in 

the process of moving all its business entities onto this single ERP application, with MGN, AGN 

and DBP all expected to be operating on the same platform by the end of 2026. To ensure any 

new contract management system is optimised for AGIG’s requirements and can be integrated 

with SAP S/4HANA, we propose to undertake a detailed analysis of our IT environment, 

technical requirements and business needs before committing to a contract management 

solution.  

We therefore propose to commence design and implementation of an enterprise contract 

management solution from 2026/27 onwards, once the business has fully transitioned to SAP 

S/4HANA. Our plan is to implement a new system across all three entities by the end of 2028. 

Detailed scoping and costing of the new contract management system has not yet been 

conducted. The discovery and design phase is expected to commence during 2026 and will 

include: 

• Analysis of the market landscape for a best-fit solution by defining and prioritising use cases 

• Prioritising organisational must-haves over nice-to-haves, formalising scope such as contract 

digitisation, storage, AI and data handling 

• Reviewing organisational application and infrastructure architecture to identify opportunities 

for efficiencies, as well as potential barriers 

• Ensuring AGIG’s contract management processes can evolve by reviewing vendors’ future 

roadmaps 

• Workflow mapping and maturity assessment of departments that will use the new system 

• Change management requirements and decommissioning effort 

• Cost comparison and high level benefits analysis 

This analysis will then directly inform the application design and implementation of the new 

contract management asset.  

For the purpose of this forecast, we have conducted an initial desktop study of the potential 

costs of a new contract management system, supported by preliminary conversations with 

potential vendors. Current thinking leans towards SAP integrated platforms such as Ariba, we 

have therefore developed an estimate based on the potential cost of implementing SAP Ariba. 

Discovery and design, implementation, delivery and migration of data is estimated at  

$4.6 million. This includes three years of licensing costs. 

We expect the new solution would be provided as a SaaS solution. Ongoing licencing costs from 

2026/27 onwards would be expensed and are estimated at $150,000 per annum. 

These costs will be allocated between the three entities based on revenue, of which AGN SA’s 

allocation is 16.91%. 
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• Regulatory compliance – Utility companies are among the heavily regulated industries. They 

must comply with regulations concerning data protection, operational security, and 

reporting standards. Managing compliance, particularly across different states with varying 

requirements, adds complexity to IT management 

• Customer service and engagement – Modern customers expect digital, seamless, and 

personalised service interactions. Utilities must provide reliable online services for billing, 

outage reporting, and real-time customer support, which demands high IT system 

availability and integration 

• Ageing IT (and other) infrastructure – Utilities must manage outdated IT systems and 

infrastructure that are vulnerable to failures and security breaches. Upgrading these systems 

while maintaining continuous service availability presents a significant challenge 

• Integration of renewable energy sources – As the energy sector moves towards renewable 

sources, like increasing use of hydrogen, utilities need to integrate these new technologies 

into their grids. This integration requires advanced IT solutions to manage variable factors 

like flows and pressure and maintain grid stability 

• Smart grid technologies – Implementing smart grid technologies involves the deployment 

of advanced metering infrastructure, smart sensors, and IoT devices. Managing the data 

from these devices, ensuring their security, and integrating them into existing systems poses 

significant IT challenges 

• Data management and analytics – Utilities generate vast amounts of data from sensors, 

meters, and customers. Effectively managing, storing, and analysing this data to improve 

operational efficiency and customer service requires robust IT infrastructure and advanced 

analytics capabilities 

• Operational efficiency – There is a constant pressure to improve operational efficiency and 

reduce costs. IT systems must support process optimisation, resource management, and 

automation, all while minimising downtime and service disruptions 

• Disaster recovery and business continuity – Given their critical role in infrastructure, utility 

companies must have strong disaster recovery and business continuity plans. This involves 

maintaining IT systems that can withstand or quickly recover from disruptions caused by 

natural disasters, system failures, or cyberattacks 

• Talent acquisition and retention – The rapid pace of technological advancements requires 

skilled IT professionals, and partners who are proficient in the latest technologies and 

security practices. Finding and retaining this talent is an ongoing challenge 

Addressing these challenges requires a strategic approach to IT management, investment in 

modern technology solutions, and continuous improvement of cyber security practices.  

Implementing better application architecture management would offer a number of benefits for 

AGIG including support for APA transition, enhancing cyber security risk and compliance 

management, IT decision-making, and alignment IT with business objectives. Application 

architecture can also provide continuous insights into how IT architectures can adapt to 

changing business needs. A summary of benefits for AGIG is provided below: 
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• Enhanced decision-making – By providing comprehensive insights into the IT environment, 

application architecture tools enable better decision-making at both strategic and 

operational levels. Stakeholders can assess the impact of proposed changes, evaluate 

alternatives, and prioritise initiatives based on their alignment with business goals 

• Risk management and compliance – Application architecture tools provide a framework for 

assessing and managing risks associated with IT systems and processes, including Cyber 

Security and regulatory compliance. By identifying vulnerabilities, ensuring compliance with 

regulations and standards, and implementing robust governance practices, organisations 

can mitigate risks and enhance security posture 

• Improved visibility and transparency – Application architecture tools provide a centralised 

platform for documenting and visualising the entire IT landscape, including applications, 

infrastructure, data, and processes. This enhanced visibility allows stakeholders to 

understand the relationships between different components and make informed decisions 

• Support for digital transformation – As AGIG is driving ERP, CRM and other digital 

transformation, application architecture tools will play a crucial role in modernising IT 

infrastructure, integrating new technologies, and aligning IT with business strategy. EAM 

tools provide the visibility and governance needed to drive successful digital initiatives 

• Efficient use of IT resources – Application architecture tools help identify redundant systems, 

overlaps, and opportunities for consolidation. This can lead to cost savings and more 

efficient use of IT resources 

• Facilitated communication and collaboration – Application architecture tools promote 

collaboration among different stakeholders, including IT teams, business units, and external 

partners. By providing a common platform for architecture communication, surveys and 

documentation, these tools foster cross-functional collaboration and engagement 

• Restructuring and expansion – Application architecture tools can offer scalability and 

flexibility to support AGIG’s growth and restructuring, including the upcoming AGN transition 

and its complexities 

A.1.10.1 Application architecture management system - options 

We considered several options for implementing an application architecture solution. In 

summary, the credible options are: 

• Option 1 – Develop custom in-house solution   

• Option 2 – Implement a commercial tool   

• Option 3 – No change to existing manual processes 

We eliminated Option 3, as it is clear that the existing manual processes should not continue, 

particularly given the ongoing AGIG-wide implementation of a single enterprise resource 

planning application (SAP S/4HANA). The SAP S/4HANA implementation offers a window of 

opportunity to standardise other applications across AGIG, therefore it makes sense to 

implement an enterprise-wide application architecture tool that is compatible with SAP S/4HANA. 

With this in mind, we have selected Option 2 as the most viable solution. There are a number 

of ‘off-the-shelf’ tools that could be adopted at a lower cost than developing a custom in-house 

solution. Products such as SAP’s LeanIX can be tailored to meet DBP, AGN and MGN’s 
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Appendix C Application lifecycle management 

We follow an industry standard application lifecycle framework to manage applications 

through the implementation, operations, optimisation and retirement phases of their 

lifecycle to determine upgrade timelines and priorities. This framework provides an 

efficient and effective approach to maintaining the security and stability of our 

applications while optimising lifecycle stages. This framework includes the project 

management methodologies to implement the applications, and ongoing lifecycle 

activities to operate and optimise the applications - including upgrade cycles.  

The diagram below outlines the key aspects of this framework. 
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Appendix D Improvement management process 

AGIG employs a dual-path improvement management process. 

• Smaller items are via the AGIG Business Process Owner approval and monthly sprints, 

focusing on rapid delivery of business needs 

• Larger, strategic implementations & improvements undergo IT PMO governance, 

requiring a Business Needs Statement and ITLT approval for funding 

This ensures both agility and strategic alignment, prioritising improvements with clear 

business value, and is outlined in the following diagram. 

 

Note: AGIG is investing in the development of SAP internal expertise to reduce reliance 

on external vendors to deliver minor improvements and manage increasing costs from 

vendors. 
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1.3 Background 

Information Technology (IT) infrastructure is critical to ensuring our staff can be 

connected to our systems, data and communication networks reliably, efficiently and 

securely, irrespective of whether they are working in a corporate office, from home, at 

one of our remote locations, or while travelling from one site to another. It also allows 

us to securely store, search, and process the large volumes of data we need to service 

our customers and to meet a range of legal and regulatory obligations, including those 

prescribed in the NGR. 

Our IT infrastructure assets include end user devices such as laptops, mobile phones 

and office computer equipment as well as the networking and data centre equipment 

that underpin all our communications, information storage and processing. 

1.3.1 AGN's IT infrastructure environment 

AGN is part of the Australian Gas Infrastructure Group (AGIG), which also includes the 

Dampier to Bunbury transmission pipeline (DBP) and Multinet Gas Networks (MGN). 

Figure 0.1 shows the AGIG technology infrastructure environment and network layout 

that connects all AGIG offices, including the AGN locations. 

Figure 0.1: AGIG Technology Infrastructure environment 
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1.3.1.1 Transition to shared AGIG IT infrastructure 

In late 2019, AGIG launched its ‘AGIG One IT’ Strategy & Roadmap2 with the aim of 

consolidating disparate technology environments and leveraging economies of scale 

across the group. One of the challenges of implementing a group-wide strategy for AGIG 

has been that its business entities operate across multiple Australian jurisdictions and 

have overlapping regulatory periods (see Figure 0.2), with AGN and MGN regulated by 

the Australian Energy Regulator (AER) and DBP regulated by the Economic Regulation 

Authority (ERA). 

Figure 0.2: Access arrangement periods for AGIG entities 

 

The ‘AGIG One IT’ Strategy & Roadmap served as a supporting document for the AGN 

South Australia AA 2021/22-2025/2026, AGN Victoria and Albury AA 2023/24-2027/28 

and MGN AA 2023/24-2027/28 submissions. The AER favourably assessed the proposed 

program and included capex allowances in its final determinations noting that: 

• “The scope of the proposed work, and the approach of using an independent 

expert to develop cost estimates, supported by market and vendor quotes, 

industry norms and historical costing to determine project cost, is considered 

to be a reasonable approach.” 3 

• “We consider AGIG’s strategy of moving to a common enterprise-wide 

platform across its networks to be a prudent approach that is likely to 

minimise risks and enable economies of scale in operational planning as well 

as the costs of procuring and supporting IT.” 4 

• “We consider AGN’s approach to infrastructure renewal [as part of a broader 

program to deliver AGIG’s single national consolidated platform] is in line with 

good industry practice and the scope and methodology to determine costs is 

considered reasonable.” 5 

The consolidation program initiated in the current AA period for AGN SA continued into 

AA 2023/24-2027/28 for AGN (Victoria & Albury) and MGN, as approved by the AER. 

In the current AGN SA AA period, we have completed data centre consolidation and 

rationalisation of our IT managed service providers, while also initiating 

 

2 AGN: SA Final Plan July 2021 – June 2026, Attachment 8.8: Capex business cases – South Australia, SA138 – AGIG IT 

Strategy & Roadmap, July 2020 
3 AER: Attachment 5: Capital expenditure | Draft decision – Australian Gas Networks (SA) Access Arrangement 2021-26, 

November 2020, p.32 
4 AER: Attachment 5: Capital expenditure | Draft decision – Australian Gas Networks (VIC & Albury) Access 

Arrangement 2023–28, December 2022 p.13 
5 AER: Attachment 5: Capital expenditure | Draft decision – Australian Gas Networks (VIC & Albury) Access 

Arrangement 2023–28, December 2022 p.12 
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• Network and currency: Due to their interconnected nature and shared support 

arrangements, the program of ongoing refresh for the assets in this category is driven 

by the AGIG-wide roadmap. AGN must take part in the roadmap initiatives, to enable 

economies of scale and adequate risk mitigation 

• Data centre: In the current period, we consolidated the disparate data centres and 

vendor service arrangements into two AGIG-wide data centres. This brought our data 

centre infrastructure in line with industry practice and mitigated security risks that 

existed due to multiple provider arrangements. Having consolidated our data centres, 

we are now considering the options for refreshing the assets by evolving them in line 

with good industry practices, delivering the best value for money in the long term 

Figure 0.3 depicts the forecast total expenditure (capex plus incremental opex) for the 

recommended options across each of these workstreams.  

Figure 0.3: Relative share of the proposed infrastructure total expenditure (capex plus new opex) between the three 

workstreams 

 

1.3.3 Description of problem /opportunity 

The underlying driver for the investment described in this business case is the ongoing 

need to cost-efficiently maintain our existing levels of service to our customers while 

mitigating the risk of failure, cyber incidents or degraded performance due to the use of 

IT infrastructure beyond its useful life. Our IT infrastructure underpins the delivery of all 

IT services, which, in turn, are critical to the delivery of core AGN services and to our 

ability to securely store and access customer data. 

As the IT infrastructure equipment approaches the end of its useful life, the risk of it 

failing increases and vendors no longer provide support or replacement parts for such 

equipment. It also becomes increasingly difficult to quickly implement the remedial 

actions required to resolve platform or system failures. In a worst-case scenario (which 

becomes increasingly probable as the infrastructure ages), the platform or system may 

experience a catastrophic failure and cannot be recovered, resulting in an urgent need 

to either upgrade or replace it to restore operations. 
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Aged IT infrastructure is also associated with increased cyber security risks. Vendors 

prescribe a regime of periodic security patches that must be applied with each upgrade. 

Deviating from the vendor-prescribed regime can void vendor warranty support 

arrangements and result in increased vulnerability to cyberattacks. 

Finally, if IT infrastructure is not regularly refreshed its performance degrades due to 

insufficient capacity to support required storage, network bandwidth or computing 

resources.  

Our IT infrastructure assets must therefore be renewed or replaced before they reach 

the end of their useful life. The useful lives of IT assets vary depending on their type, 

how heavily they are used and if they are used in the corporate offices, at home or in 

the field. Data centre, networking equipment and data centre appliances typically have 

a longer useful lifetime than end user devices such as laptops, mobile phones and tablets, 

resulting in a different frequency of upgrades or replacements as different types of 

equipment age and no longer perform at the standard required.  

There is also an opportunity to leverage the industry trend of moving from company-

owned infrastructure to cloud-based hosting. Cloud hosting technologies are becoming 

increasingly prevalent across all industry sectors, including utilities. The benefits of cloud 

hosting include greater scalability and flexibility, increased agility, and reduced 

operational risks. Increasingly, many vendors are offering only cloud-based versions of 

their products or services, which further accelerates the adoption of cloud technologies. 

On the other hand, cloud adoption comes with its own set of risks including vendor lock-

ins, increased complexity of IT operations, and cyber security threats. This business case 

considers the opportunities, benefits and risks associated with cloud hosting when 

selecting a preferred option for our data centre roadmap.  
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Outdated or unsupported IT infrastructure could result in unplanned production outages 

or degraded performance of our IT applications and network, resulting in the following 

supply consequences: 

• Unreliable or underperforming infrastructure can result in inefficient work order 

processing, which may hinder the ability to make spatial and logical queries, delay 

timely repairs and maintenance, and increase the duration of outages 

• Degraded IT infrastructure performance may result in slower, less efficient responses 

to customer calls 

• Outdated IT infrastructure can result in inefficient processes, leading to delays in 

monitoring and managing the distribution network, which could impact the reliability 

and safety of gas delivery 

• Inadequate IT infrastructure could hamper the company's ability to collect, analyse, 

and utilise data effectively for decision-making, leading to missed opportunities for 

optimisation and improvement of gas transport 

AGN's reputation could be damaged significantly in the event of health and safety 

incidents, supply disruptions, delayed repairs and maintenance, compromised corporate, 

staff and customer information and resultant litigation. 

Catastrophic failure in underlying infrastructure may result in outages of AGN's core IT 

systems which, in turn, may lead to non-compliance with the AGN's regulatory and 

customer obligations. For example: 

• A failure in infrastructure supporting the enterprise resource planning (ERP) 

application could result in public leak reports or requests to turn meters on or off 

needing to be manually entered rather than being electronically transferred 

• Security breaches may result in confidential customer data being compromised. 

• Failure of the infrastructure supporting IT systems or data required to meet 

regulatory compliance requirements can lead to fines and penalties for the company, 

as well as damage to its reputation with regulatory bodies and customers 

• Failure to renew data centre’s backup and recovery solutions may put AGN at risk of 

losing critical data in the event of a disaster, resulting in prolonged downtime and 

significant compliance, reputational, financial and critical infrastructure impact 

The consequences identified above may result in sizeable additional costs. Furthermore, 

without ongoing vendor support for upgrades or replacements to keep the infrastructure 

current, AGN will be forced to hire expensive consultants with detailed knowledge of 

outdated systems and infrastructure components. 
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1.5 Options considered 

1.5.1 End user devices 

The scope of this workstream comprises the ongoing refresh or replacement of AGN’s 

end user devices, including personal equipment such as laptops and mobile phones, 

office equipment, work from home (WFH) equipment, and field devices.  

All devices are built with intrinsic obsolescence factors that include limited battery life, 

failing connector ports and declining performance. The useful life of end user devices 

also depends on a variety of factors related to their usage, for example, whether they 

are frequently moved around, or used to access high-performance and memory-intensive 

applications. As illustrated in a recent Gartner research paper8 (see Figure 0.5), while 

the individual lifecycles vary depending on device type and its usage patterns, the device 

failures follow a common pattern when the failure rates dramatically increase past a 

certain inflection point. Gartner recommends that “the goal should be to replace devices 

before the probability of failures increases significantly”.  

Figure 0.5: Device life cycle and optimal replacement point based on likelihood of device failure. Source: Gartner9  

 

To determine the feasible refresh options to consider, we reviewed vendor 

recommendations and specific warranty periods for our devices, as well as compatible 

industry practices and benchmarks.  

The options considered are: 

• Option 1: Vendor-recommended refresh – Proactively replace the end user 

devices in line with vendor-recommended lifecycles 

• Option 2: Conservative refresh – Refresh the end user devices on a schedule 

that has been extended compared to the vendor-recommended lifecycles where 

it is prudent to do so 

 

8 Gartner, Inc.: Recommended Life Spans to Guide PC, Mobile and Other Device Replacement Strategies, 31 March 2021, 

p. 2  

9 Source: Gartner, Inc.: Recommended Life Spans to Guide PC, Mobile and Other Device Replacement Strategies, 31 

March 2021, p. 3  
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NGR 74 

The forecast costs in this business case are based on the latest market rate testing, and 

project options consider the asset management requirements as per the IT Investment 

Plan. Cost assessments have been conducted for each option based on the best 

information available at the time of developing this business case. The estimate has 

therefore been arrived at on a reasonable basis and represents the best estimate possible 

in the circumstances. 
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performance improvements. Database upgrades can be performed independently of 

application upgrades, though it is also generally the case that a database version 

upgrade will accompany an application upgrade or replacement. The version of a 

particular IT or OT application will often dictate the version of database software upon 

which it can run to ensure it will function as designed. This is why it is imperative to 

holistically consider database upgrades in line with application version upgrades or 

replacements. 

A.7 Infrastructure management tools  

This element of the infrastructure incorporates the suite of tools required to manage the 

technology environment and includes things such as monitoring software, backup 

hardware and software, the software distribution system for deployment of security 

updates, process orchestration software, the mobile device management platform, and 

secure file transfer services. Infrastructure tools are typically upgraded or replaced every 

three to four years to remain current and take advantage of new functionality to improve 

infrastructure management. 

A.8 Authentication and Identity Management  

This element involves the setup, management and maintenance of AGIG’s multiple active 

directory (AD) instances which facilitate user identity authentication as well as access to 

applications and computing resources through policies and security groups. Like other 

infrastructure technologies, the functional version of AD needs to be upgraded or 

replaced every three to four years to remain current, take advantage of new or improved 

functionality and remain supported by the product vendor. AGIG has multiple corporate 

AD instances, of which one is provided to AGN. A program to consolidate and upgrade 

the disparate AD environments is required to drive standardisation of user experience, 

efficiencies of AD management and optimise the foundational component of the 

technology landscape through which all access is governed and controlled. 

A.9 End user compute equipment 

This comprises all equipment required by end users to perform their work and includes: 

• End user compute devices (e.g. laptops, tablets, mobile phones) 

• Office equipment (e.g. desktops, monitors, docking stations) 

• Peripheral equipment such as keyboards, mice, etc. 

• Working from home (WFH) hardware 

• Printers and multi-function devices (MFPs) 

• Mobile devices including mobile phones and tablet devices 

End user compute equipment is typically replaced every two to five years in line with 

warranty and asset depreciation cycles. It is worth noting that approximately 50% of 

AGN devices operate in remote (red dust) environments and have a shorter than average 

lifespan. End user computing equipment has been maintained and replaced on a 

continuous cycle in the current AA period with a proportion of the end user fleet of 

devices replaced every year. This approach is expected to continue in the next AA period. 
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• Request Management 

• Change Management 

• Knowledge Management 

• IT Purchasing 
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1.3 Background 

Cyber threats continue to evolve, with both state and criminal cyber actors implementing 

new techniques and tactics to attempt to breach cyber defences. During the current AA 

period, the cyber security threats to which all businesses are exposed have continued to 

escalate, and energy utilities have been increasingly targeted globally.  

Critical infrastructure entities in particular have come in for increasing attention, with 

multiple high profile attacks globally. The Australian Signals Directorate’s (ASD) Annual 

Cyber Threat Report 2023-202416 states that critical infrastructure made up 11% of all 

cyber security incidents, with the most frequently reported being electricity, gas and 

wastewater services. The report notes:  

Australian critical infrastructure organisations are regularly targeted by malicious 

cyber actors because they provide critical services, hold sensitive data, and are 

often connected to other critical infrastructure organisations. 

At AGIG this risk is not only applicable to our IT systems, but also our OT systems, and 

will only continue to escalate as the interconnectivity between IT and OT systems 

increases. The ASD notes that there has been an increase in malicious software 

developed specifically for OT networks as they: 

…are increasingly interconnected and can have vulnerabilities that make them 

an easier cyber target. Secure information and communications technology and 

operational technology systems are necessary to protect Australia’s critical 

services. 

This increased cyber security threat level has been recognised by Government, with new 

and  updated requirements for businesses providing essential services, such as AGIG, 

including the SOCI Act, Cyber Security Act 2024, Australian Privacy Act 2018 and the 

more recent Privacy Legislation Amendment (2022)17. 

1.3.1 Cyber security strategy 

To meet our legislative requirements, address risks, and provide a stable framework 

from which to build our cyber programs, AGIG maintains its own cyber security strategy. 

This supports the AGIG strategy and values and the ongoing management of cyber 

security within all AGIG entities. The cyber security strategy drives an overarching cyber 

security risk management program which supports all AGIG business units, with costs 

shared appropriately between them.  

 

16 https://www.cyber.gov.au/about-us/view-all-content/reports-and-statistics/annual-cyber-threat-report-2023-2024 

17 Privacy Legislation Amendment, Australia Government Federal Register of Legislation (legislation.gov.au), available 

at: 

https://parlinfo.aph.gov.au/parlInfo/search/display/display.w3p;query=Id:%22legislation/bills/r6940 aspassed/0000%2

2  
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An overview of the AGIG Cyber Security Strategy is provided in Figure 0.1. 

Figure 0.1: Overview of key components of the AGIG Cyber Security Strategy 

 

A key component of the AGIG cyber security strategy is the cyber security risk 

management program, which is an ongoing program of activities to improve cyber 

controls and address weaknesses identified across AGIG.  

1.3.2 SOCI Act amendments and new assessment framework 

The recent amendments to the SOCI Act place new requirements on AGIG to: 

• Identify and manage cyber hazards via an appropriate risk management program 

• Formally select and adhere to a cyber security capability framework 

Similar to most other Australian energy utilities, AGIG has adopted the Australian Energy 

Sector Cyber Security Framework (AESCSF) to meet this commitment.  

Version 1 of the AESCSF was reviewed by AEMO with a formal working group over a 

period of 18 months. Version 218 was released in November 2023. It has been updated 

to align with current international standards and address emerging technologies and 

evolving cyber threats, and better address the gas industry. Version 2 includes an 

additional 72 practices, reflective of a more mature framework for the energy industry. 

Figure 0.2 compares the changes to the security profiles between versions of the 

framework. 

 

18 https://aemo.com.au/-/media/files/initiatives/cyber-security/aescsf/2023/the-2023-aescsf-overview.pdf?la=en  
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Figure 0.2: Comparison of security profiles between versions 1 and 2 of the AESCSF 

 

Version 2 of the framework is currently recognised as an equivalent compliance 

framework for assessing cyber security maturity to support risk management program 

obligations under the SOCI Act. Under the SOCI Act, utilities must comply with security 

profile 1 (SP-1) of version 1 of the AESCSF. We currently comply with all requirements 

under SP-1.19 

Using the AESCSF’s ‘Gas Criticality Assessment Tool’, we have assessed the AGN SA gas 

distribution network as ‘High Criticality’. The target state under the AESCSF for a high 

criticality utility network is SP-3. While this is not a regulatory obligation, the framework 

provides a method for assessing cyber security risks and guide our priorities and efforts 

in addressing weaknesses. 

Our AGIG-wide cyber security program of works is therefore designed to: 

1. Maintain our cyber security capabilities to achieve an adequate level of maturity 

across all cyber domains 

2. Uplift our cyber security capabilities to achieve SP-3 over time where prudent and 

cost efficient to do so 

1.3.3 Focus on data security and access control 

During 2024, AGIG commissioned EY to assess the effectiveness of existing data security 

controls and other cyber security gaps within the IT space and recommend and prioritise 

cyber security uplift to better protect sensitive data. The engagement observed that 

 

19 Following the release of version 2 of the framework, we engaged KPMG to assess the uplift required to meet the 

updated SP-1 standards across all technology areas. Several capability uplifts were identified, and these have now been 

implemented successfully, with AGIG Board attestation and formal submission to the Government in September 2024. 





























AGN SA FINAL PLAN 2026/27-2030/31 

ATTACHMENT 9.9 CAPEX BUSINESS CASE 

 

 

 137 

○ Access control 

1.6.2 Why is the recommended option prudent? 

Option 2 is the most prudent option because: 

• It provides the means for us to maintain compliance with AESCSF SP-1, our legislated 

SOCI requirement 

• It reduces the untreated risk to an acceptable level in line with our risk management 

framework 

• It is efficient and delivers a prudent reduction in cyber security risk, being the least 

cost option for reducing risk to within tolerance levels. While our cyber security 

framework, the AESCSF, suggests that SP-3 is an appropriate maturity level for our 

high criticality gas distribution business, and will address a broad range of risks across 

all domains, that alternative comes at a significant additional cost to customers whilst 

not significantly further reducing cyber risk at this time 

• It avoids significant recovery costs associated with a cyber security breach as well as 

the potential for $50 million or more in fines from the updated privacy legislation 

• It is consistent with stakeholder requirements and our vision 

• The delivery of the scope of works is achievable in the proposed time frame 

1.7 Estimating the efficient costs 

The unit rates used for all projects managed within this program include the forecast 

internal labour, external labour/contractors, materials, travel and other costs. 

For all of the systems identified for change in the next AA period, estimates have been 

developed based on historical costs of similar projects, quotes from vendors based on 

products identified by the AGIG IT architects as being reasonable to base a budgeting 

process on.  Vendors provided indicative pricing on their systems and maintenance costs 

and provided recommendations on ballpark implementation costs. 

IT initiatives will be implemented by three potential groups of resources.  Internal staff 

generally undertake IT project management, the management and finance aspects of 

IT, and all of the business user involvement (e.g. business requirements, testing, and 

training).  An internal rate card has been agreed that defines the unit costs associated 

with all of the internal resources. 

IT support is currently outsourced with these resources generally involved in all IT 

initiatives to implement products into the environment and support processes (e.g. 

installing an application on a server).  A rate card for these resources is defined as part 

of the ongoing management of that contract. 

Product or service specific skills are often required in IT initiatives to implement products 

(e.g. Vendor contractors configuring their systems). These rates are negotiated during 

the procurement phase using AGN’s Purchasing Policy. 
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All procurement processes for IT applications will comply with our Procurement Policy 

and Purchasing Procedure and will follow transparent, competitive tendering processes 

to select the best value for money solution.  

Overall, there does not appear to be many factors affecting the sensitivity of these 

estimations, however a small amount is costed in USD and therefore susceptible to 

foreign exchange fluctuations.  

1.7.1 Consistency with the National Gas Rules 

1.7.1.1.1 NGR 79(1)/91 

The proposed expenditure on Cyber Security is consistent with the requirements of NGR 

79(1) in relation to the capital expenditure, and NGR 91 in relation to the operating 

expenditure because it is: 

• Prudent – the expenditure is necessary in order to address the risks of Cyber 

Security identified. The project is also based on taking a planned and proactive 

approach to cyber risk controls which is commensurate with the cyber risk exposure. 

The proposed expenditure can therefore be seen to be of a nature that would be 

incurred by a prudent service provider. 

• Efficient – the forecast expenditure is based on historic costs for similar work as 

well as estimates from relevant vendors of likely solutions. A formal procurement 

process will be undertaken once the project enters its delivery phase to ensure 

efficient prices are achieved through a competitive tender process. The proposed 

expenditure can therefore be considered consistent with the expenditure that a 

prudent service provider acting efficiently would incur.  

• Consistent with accepted and good industry practice – the proposed 

initiatives will improve our cyber maturity as measured against the relevant industry 

cyber framework (e.g. AESCSF) 

• Achieves the lowest sustainable cost of delivering services – Uplifting our 

cyber security maturity by mitigating key identified risks represents the lowest 

sustainable cost for AGN. While uplifting maturity commensurate with our AESCSF 

high criticality rating would also mitigate risk appropriately, this option comes at a 

significantly higher cost to customers. A lower cost option could result in significantly 

higher costs to recover from cyber security incidents, including data breaches, as 

well as the potential for significant legislated fines. 

1.7.1.1.2 NGR 79(2) 

The proposed expenditure on Cyber Security is required to maintain the integrity of 

services through Cyber Security controls commensurate with the cyber risk we face and 

is therefore consistent with NGR 79(2)(c)(ii). 

All IT systems and technology infrastructure are exposed to cyber threats. The 

confidentiality, integrity and availability of information and information technology 

systems is critical to ensure the business is able to deliver its services effectively and in 

line with its various regulatory obligations and requirements, such as Critical 
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Infrastructure Act, Privacy Act and FIRB obligations. This requires investment to ensure 

our systems are secure and remain resilient to external threats. 

1.7.1.1.3 NGR 74 

NGR74(2) requires that a forecast of estimate: 

a) must be arrived at on a reasonable basis; and 

b) must represent the best forecast or estimate possible in the circumstances. 

The forecast costs in this business case are based on the latest market rate testing, and 

project options consider the asset management requirements as per the IT Investment 

Plan. Cost assessments have been conducted for each option based on the best 

information available at the time of developing this business case. The estimate has 

therefore been arrived at on a reasonable basis and represents the best estimate possible 

in the circumstances. 
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To help refine options and guide the transition process, we have developed the following IT 

integration principles, split into three key principles with seven sub-principles. These principles 

will be used to assess IT integration options within this business case and act as a starting point 

for joint IT transition planning and execution with APA. 

Figure 0.3: IT integration principles 

 

Figure 0.4: Transition timeline 

 

This IT Transition business case takes a bottom-up approach (across three different options) to 

estimating the resourcing and costs required to execute the AGN IT transition. The analysis 

builds on previous work conducted at a high-level to capture the start of the transition activities 

for the purposes of the Victorian regulatory submission (2024-28). It now includes:  

• A more detailed bottom-up analysis for each of the applications involved based on 

application criticality, size and complexity 

• Build costs for infrastructure to support both the applications and the people (i.e. end user 

devices) transitioning in 

• Security considerations for both the applications and infrastructure builds 

• Integration management office costs for overall program and project management, 

governance, oversight and change management 
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A Leading Employer – Employee Experience - 

A Leading Employer – Skills Development - 

Operational Excellence – Profitable Growth - 

Operational Excellence – Benchmark Performance Y 

Operational Excellence – Reliability Y 

Sustainable Communities – Enabling Net Zero - 

Sustainable Communities – Environmentally Focussed - 

Sustainable Communities – Socially Responsible - 

 

Option 1 aligns with our Operational Excellence objectives, in that bringing the suite of 

operational technology systems within AGIG’s IT environment will ensure business continuity 

and reliability of service. End-to-end control and visibility of operational applications, data, and 

IT support will allow us to seek the most efficient mix of delivery methods and external partners 

for the ongoing operation of our networks post-June 2027. The network owner also having 

ownership of critical operational IT systems is also consistent with the practices of other network 

businesses. 

However, Option 1 is not cost efficient. Although the lift/shift approach allows us to transfer 

applications to the AGIG IT environment at the lowest short term cost, it will lead to higher 

business as usual (BAU) costs due to extended parallel running of applications. Under Option 1 

we are forgoing the opportunity to consolidate and merge systems in order to reduce costs. It 

can therefore be argued that Option 1 is not Customer Focussed. 

1.5.2 Option 2 – Lift / Shift & Merge 

Under this option we would transition to an interim replica of APA’s current environment for 

AGN within AGIG, before merging and transforming the two environments into one consolidated 

and optimised end-state environment. The transition pattern for lifting and shifting IT systems 

from APA to AGIG is summarised in Appendix D. 

1.5.2.1 Advantages and disadvantages 

Option 2 has many of the advantages of Option 1 (pure lift/shift), in that it is a relatively fast 

and low risk method of transitioning the IT systems. However, the primary advantage of  

Option 2’s lift/shift & merge approach is that it provides the opportunity to combine and 

rationalise applications and IT systems, improving efficiency and keeping costs lower than they 

would otherwise be over the long term. Once the lift and shift has occurred and the APA systems 

are replicated in AGIG’s IT environment, we can commence eliminating duplication and seek to 

leverage the broader applications suite within AGIG’s portfolio. This gives us greater control 

over ongoing transformational activities and the standard of our customer service. 

The disadvantage of Option 2 is that until the ‘merge’ phase of the transition is complete, we 

will be running two IT environments for an interim period. 

The advantages and disadvantages of each option is presented further in Appendix A. 
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• For the purposes of analysis and planning, it assumed that Day 1 of the separation will 

coincide with the expiration of the current Operations and Maintenance contract between 

APA and AGIG on the 1 July 2027 

• The shared service recharge growth rate is based on inflation-adjusted SSRs from FY19 to 

FY25. The business case does not consider broader economic factors that may occur in the 

future 

• It is assumed APA and AGIG, for the duration of the AGN transition program, will act 

collaboratively and in good faith to deliver timely and effective cutovers per the current 

roadmap and plan 

• All licencing costs (opex) within this business case are assumed to be incurred at go-live not 

during the solution delivery and migration period prior to this 

• Certain infrastructure and security licences are assumed to be on an initial 5-year 

subscription, which is incurred during acquisition of the hardware (capex) 

• The current source systems and integrations in APA’s environment are appropriate, 

operational and functional prior to commencement of migrations 

All procurement processes for IT applications will comply with our Procurement Policy and 

Purchasing Procedure and will follow transparent, competitive tendering processes to select the 

best value for money solution.  

1.7.3 Consistency with the National Gas Rules 

NGR 79(1) and NGR 91 

The proposed expenditure on our IT operational applications is consistent with Rule 79(1)(a), 

specifically we consider the capital expenditure is: 

• Prudent – Transitioning IT data, applications and processes from APA to AGIG is 

fundamental to the ongoing operation of the network. It is essential IT systems such as 

Maximo and the metering & billing system are available to AGIG staff, therefore it is prudent 

to lift and shift them to the AGIG operating environment as quickly as practicable, and then 

merge them into AGIG’s broader IT framework. 

• Efficient – The forecast expenditure is based on historical costs for similar transition 

programs as well as estimates from vendors and APA. Actual costs will be reassessed during 

the APA transition and we will seek identify efficiencies through the merge processes, 

eliminating duplication as soon as practicable and identifying synergies with the broader 

AGIG application suite. 

• Consistent with accepted and good industry practice – The network owner having 

control and ownership over critical operational IT applications is consistent with accepted 

industry practice. 
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• Achieves the lowest sustainable cost of delivering pipeline services – The merge 

process will identify opportunities for rationalisation and efficiency improvements. This lift, 

shift and merge approach is the lowest risk and most expedient method of getting these IT 

systems within AGIG’s control. Though the initial IT transition cost is substantial, bringing 

operational IT systems into the AGIG environment offers longer term opportunities for 

efficiencies and productivity improvements. This is because AGIG (as the network owner) 

will have full autonomy and operational control over IT upgrades, strategies and 

investments. The transition is therefore consistent with the actions of a prudent network 

operator and will ultimately achieve the lowest sustainable cost of delivering pipeline 

services. 

NGR 79(2)(c) 

The proposed expenditure is required to maintain integrity of services by ensuring operational 

IT systems are available to AGIG staff. This expenditure is therefore consistent with NGR 

79(2)(c)(ii). 

NGR 74 

The forecast costs are based on the latest market rate testing, and project options consider the 

requirements of our application environment. Extensive option assessments and project 

planning has been undertaken, underpinned by advice from a third-party expert consultancy. 

Cost assessments have been conducted for each option based on the best information available 

at the time of developing this business case. The estimate has therefore been arrived at on a 

reasonable basis and represents the best estimate possible in the circumstances.
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Appendix A Options analysis 

A.1 Summary of options 

Three different pathways have been explored for AGIG to transition current the APA IT services supporting AGN, with some notable opportunities 

and obstacles for AGIG to consider. 
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A.2 Alignment of options with IT integration principles 

Option 2 is the most suitable when considering AGIG’s IT integration principles. Whilst Option 1 achieves similar outcomes, there is expected to 

be a significant amount of stranded costs associated given the ongoing parallel run of the AGN IT environment within the AGIG landscape. 
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A.3 Comparable delivery risk of each option 

Options 1 and 2 are preferable for the AGN IT transition as they present lower risk to AGIG’s business continuity and realisation of strategic goals. 
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A.4 Recommendation based on cost and risk assessment 

We recommend Option 2 ‘Lift/shift & Merge’ is the approach taken for the AGN IT transition. This has been concluded following assessment 

against the integration principles, risks and costs. 
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Appendix B Cost estimates (Total AGN) 

B.1 Incremental cost estimates for AGN IT integration options (FY27 – FY31) 

Cost estimates have been developed for three IT transition options. Note these are whole of AGN costs (not just the AGN SA allocation). These 

estimates are based on application transition patterns and the IT components and resourcing profiles required to support them. Ongoing operating 

expenses have also been included over the period. 
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B.2 Breakdown of 5-year capex and opex by option (FY27 – FY31) 
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B.3 Breakdown of 10-year capex and opex by option (FY27 – FY31) 
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B.4 Overview of cost estimation framework 

We have documented a cost estimation framework that holistically covers all aspects of IT Capex and Opex for the AGN transition 
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B.5 Approach to the IT Cost Model 

The following diagram summarises the approach used in the IT cost model to estimate costs. 
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Customer & Market Services Heating Value Zone Heating Value Zone 412 $0.4 M $0.3 M $0.7 M 

Finance & Procurement Workday Workday 1168 $1.2 M $0.8 M $2.0 M 

Finance & Procurement Blackline/ Workday Adaptive Blackline/ Workday Adaptive 575 $0.6 M $0.4 M $1.0 M 

Finance & Procurement Smartsheet Smartsheet 70 $0.1 M $0.1 M $0.1 M 

Finance & Procurement MS Project (Online) MS Project (Online) 70 $0.1 M $0.1 M $0.1 M 

Network Operations GSA Lite (Mobility) GSA Lite (Mobility) 807 $0.8 M $0.6 M $1.4 M 

Network Operations GE Smallworld + nfold Third party 
products 

GE Smallworld 1366 $1.4 M $1.0 M $2.3 M 

Network Operations OSISoft PI 
(Historian) (NIMS) 

OSISoft PI 
(Historian) 

125 $0.1 M $0.1 M $0.3 M 

Network Operations ClearSCADA ClearSCADA 1171 $1.5 M $1.2 M $2.7 M 

Network Operations Metromaps Metromaps 48 $0.0 M $0.0 M $0.1 M 

Network Operations X-Info Connect X-Info Connect 108 $0.1 M $0.1 M $0.2 M 

Network Operations X-Info Assurance (BYDA) X-Info Assurance (BYDA) 108 $0.1 M $0.1 M $0.2 M 

Network Operations Autodesk CAD Autodesk CAD 618 $0.6 M $0.4 M $1.1 M 

Network Operations Salesforce Lightning Salesforce Lightning 831 $0.8 M $0.6 M $1.4 M 

Network Operations SmartIQ SmartIQ 464 $0.5 M $0.3 M $0.8 M 

Network Operations UiPath UiPath 412 $0.4 M $0.3 M $0.7 M 

Network Operations Maximo + BIRT Maximo + BIRT 1681 $1.7 M $1.2 M $2.9 M 

Network Operations ESRI products (ArcGIS, ArcGIS 
Enterprise, etc) 

ArcGIS (eSRI Products) 658 $0.7 M $0.5 M $1.1 M 

Network Operations Synergi Gas Synergi Gas 603 $0.6 M $0.4 M $1.0 M 

Network Operations SQL Database for Smart IQ? SQL Database for Smart IQ? 412 $0.4 M $0.3 M $0.7 M 

Network Operations FME & FME Server FME & FME Server 412 $0.4 M $0.3 M $0.7 M 

Network Operations PowerApps PowerApps 317 $0.3 M $0.2 M $0.5 M 

       

Network Operations Vault Vault 618 $0.6 M $0.4 M $1.1 M 

Network Operations GSA Warehouse + SQL Database for 
GSA Lite(Mobility) 

GSA Warehouse 917 $0.7 M $0.9 M $1.6 M 

Network Operations GSA Desktop GSA Desktop 854 $0.9 M $0.6 M $1.5 M 

Network Operations Bluecurrent Bluecurrent 747 $0.7 M $0.5 M $1.3 M 

       

Regulatory & Compliance Avetta Avetta 70 $0.1 M $0.1 M $0.1 M 
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Appendix C Timeline for transition by option 

This is the transition approach, and the associated timelines assumed for the 3 options. The timelines have been split as CAPEX / OPEX to 

distinguish between IT transition program and BAU support costs. 
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Appendix D Application transition patterns 

Applications transitioning from APA to AGIG will follow a pre-defined IT separation and integration pattern, which is then used to determine effort 

and costs. 
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Appendix E Project governance 

The proposed AGN transition governance model between APA and AGIG is summarised below. 
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Appendix F IT support model 

There are five key layers of IT support that is required to be established to support AGN IT operations post transition 






