




1.1 Investment Need 
Investment drivers fall into the following categories: 

1. Reliable and effective delivery of IT services to the TasNetworks business and 
external customers. 

2. Compliance with state and federal legislative and regulatory requirements, including: 
a. Industry-specific requirements 
b. State and federal privacy legislation 
c. Occupational Health and Safety requirements 

3. The need to maximise the efficiency and cost-effectiveness of service delivery.  

Activities and requirements driving the need for capital expenditure in this IES are 
documented in Section 4 of the IT Infrastructure Asset Management Plan.  To summarise, 

 upgrade and replacement activities will arise from: 

1. Lifecycle replacement and capacity management activities. 
2. Requirements to maintain appropriate levels of software assurance and vendor 

technical support. 
3. Implementation of new functions and capabilities. 

1.2 Customer Needs or Impact 
TasNetworks IT infrastructure is critical to the reliable, timely and effective delivery of 
business application and data services to operational and administrative staff.  These 
services are directly related to TasNetworks ability to deliver efficient and effective services 
to our external customers

 

The Corporate IT department is strongly focussed on service delivery to internal customers.  
These services are delivered in a manner that aligns with TasNetworks mission, 
commitments and values.  The customer consultation program for the Infrastructure 
Program of Work documented in this IES reflects an approach of constant and direct 
engagement with business customers through: 

• Regular direct meetings with management teams from all business units at least 
every six months. These meetings are broadly scoped and cover all services 
provided by Corporate IT as well as discussing current and emerging requirements 
from the business. 

• A formal project prioritisation process that includes full transparency, extensive 
customer consultation and business-determined priorities. 

• A fully consultative project management methodology that embeds Corporate IT 
customers in every stage of the project. 

1.3 Regulatory Considerations 











  
   

 
   

 
   

 
   

 
 

   
 

   
 

 
 

   
 

   

 

 

5.2 Expected outcomes and benefits 
Activities and requirements driving the need for capital expenditure in this IES are 
documented in Section 5 of the IT Infrastructure Asset Management Plan.  To summarise, 
activities will fall into the following categories: 

• Operational support and maintenance of security hardware and software platforms 
• Upgrade and refresh of security hardware and software platforms 
• Ensure the integrity and confidentiality of TasNetworks data 
• Protect TasNetworks  IT infrastructure against targeted attacks 
• Block unwanted, offensive and malicious content from entering the corporate 

network;  
• Provide secure and reliable remote access over un-trusted public networks; and  
• Detect and respond to security incidents in order to correct damage and evaluate 

incidents that have occurred. 
• Effectively respond to security incidents 

 

Implementation of the recommended option will ensure that security systems maintained 
and replaced in accordance with the Asset Management Plan, and that the associated 
software is appropriately licensed and supported. 

5.3 Regulatory Test  
N/A 

6. Options Analysis 
















