




1.1 Investment Need 
Investment drivers fall into the following categories: 

1. Reliable and effective delivery of IT services to the TasNetworks business and 
external customers. 

2. Compliance with state and federal legislative and regulatory requirements, including: 
a. Industry-specific requirements 
b. State and federal privacy legislation 
c. Occupational Health and Safety requirements 

3. The need to maximise the efficiency and cost-effectiveness of service delivery.  

Potential disruption of TasNetworks transmission and distribution services due to failure 
of control systems 

• Delays to business operations arising from interruptions to or degraded 
performance of business applications 

• Degraded performance across all application services used by business and 
operations teams arising from capacity constraints 

• Reduced ability to restore business application services in the event of a disaster 
• Potential breaches of TasNetworks systems hosted on obsolete platforms 
• Increased operational costs associated with support of obsolescent and obsolete 

platforms 
• Increased cost and duration of business application delivery project activities 

 

Activities and requirements driving the need for capital expenditure in this IES are 
documented in Section 4 of the IT Infrastructure Asset Management Plan.  To summarise, 
storage platform upgrade and replacement activities will arise from: 

1. Lifecycle replacement and capacity management activities. 
2. Requirements to maintain appropriate levels of software assurance and vendor 

technical support. 
3. Installation of additional capacity in response to project requirements and organic 

growth. 
4. Requirement to maintain the capability to restore business application and data 

services in the event of a disaster. 

 

1.2 Customer Needs or Impact 
TasNetworks storage infrastructure is critical to the reliable, timely and effective delivery of 
business application and data services to operational and administrative staff.  These 
services are directly related to TasNetworks ability to deliver efficient and effective services 
to our external customers. 

The Corporate IT department is strongly focussed on service delivery to internal customers.  
These services are delivered in a manner that aligns with TasNetworks mission 



statement,vision, strategy, commitments and values.  The customer consultation program 
for the Infrastructure Program of Work documented in this IES reflects an approach of 
constant and direct engagement with business customers through: 

• Regular direct meetings with management teams from all business units at least 
every six months. These meetings are broadly scoped and cover all services 
provided by Corporate IT as well as discussing current and emerging requirements 
from the business. 

• A formal project prioritisation process that includes full transparency, extensive 
customer consultation and business-determined priorities. 

• A fully consultative project management methodology that embeds Corporate IT 
and business customers in every stage of the project. 

 
1.3 Regulatory Considerations 

As the infrastructure documented in this Investment Evaluation Summary constitutes a 
supporting platform for TasNetworks business operations, there are no identified direct 
regulatory considerations. 

However, the platforms documented in this Investment Evaluation Summary host 
applications and data used by TasNetworks staff in day-to-day operational and 
administrative processes.  These processes are critical to ensuring business compliance with 
regulatory requirements. 

 

2. Project Objectives 
The primary objective of this initiative is to ensure TasNetworks ability to deliver prescribed, 
negotiated and non-prescribed services to customers.  This objective is achieved through 
meeting the following initiative objectives: 

1. Provide sufficient capacity for the following resources in order to meet IT service 
level requirements through the determination period: 

a. Production and Development data storage 
b. Disaster Recovery/Business Continuity data storage 

2. Provide sufficient capacity over the period for: 
a. Growth in existing business services and activities 
b. Anticipated new business services and activities 

3. Ensure that the availability of storage hardware meets or exceeds IT service level 
targets through procurement of appropriate support agreements. 

4. Support the ability of TasNetworks to recover IT business services and data in 
accordance with TasNetworks Disaster Recovery/Business Continuity requirements. 

5. Ensure that data storage services are operated to meet TasNetworks compliance 
requirements for data privacy and data retention. 

6. Ensure that all storage management software is: 
a. Licensed, and installed in compliance with vendor license requirements 
b. Supported by the vendor to a level appropriate to IT service level objectives 
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Section 2 (Gated Investment Step 2) 
5. Preferred Option 
The preferred option is for TasNetworks to supply production and DR/BC storage services 
from  

• Production data at  with the ability to fail over critical workloads 
between these locations when required 

• Disaster recovery and long-term archival storage at  

 
  Available 

capacity is expected to double over the 5 year period of this IES in response to increasing 
demand for data storage. 

Given the time frames involved in this IES, more detailed specification of the storage 
hardware and associated software is not possible. 

The scope of activities documented below represent the preferred option for continued 
delivery of storage services in support of business activities and initiatives.  

Risks associated with not proceeding with this option include: 

• Increased risk of service disruption due to: 
o Increased cost of or removal of vendor support for older platforms  
o Inability to meet increasing capacity requirements for data  storage 
o Degradation of application performance due to increasing demand on 

outdated platforms 
• Reduced ability to meet TasNetworks regulatory requirements for data security 

and data retention 
• Degradation of TasNetworks ability to meet Disaster Recovery and Business 

Continuity objectives in the event of a disaster 
• Reduced ability to respond to changing business conditions and imperatives in a 

timely manner 

Potential business impacts associated with these risks include: 

• Potential disruption of TasNetworks transmission and distribution services due to 
failure of control systems 

• Delays to business operations arising from interruptions to or degraded 
performance of business applications 

• Degraded performance across all application services used by business and 
operations teams arising from capacity constraints 

• Reduced ability to restore business application services in the event of a disaster 
• Potential breaches of TasNetworks systems hosted on obsolete platforms 
• Increased operational costs associated with support of obsolescent and obsolete 

platforms 
• Increased cost and duration of business application delivery project activities 

 

















cost uncertainty 

3 Hyper converged Architecture  Market for these 
technologies is still 

relatively volatile, high 
technical risk and high 
uncertainty regarding 

pricing over this planning 
horizon 

Further details of the NPV calculations can be found here: 

IT.INF.02 NPV Calculations.xls 

6.6.1 Quantitative Risk Analysis 
N/A 

6.6.2  Benchmarking 
N/A 

6.6.3  Expert findings 
The emerging technologies of hyper-converged systems, and software-defined storage have 
not been costed in detail due to the uncertainty over this planning horizon. These 
approaches should definitely be considered fully at the appropriate phases of the 
TasNetworks project management methodology. Indications from Gartner are that these 
technologies can save 45-55% compared to a more traditional approach1. 

6.6.4  Assumptions 
ITA-015 Storage hardware will be required across 3 datacentre locations 

ITA-016 
Consolidation of platforms following the merger of Aurora distribution and 
TasNetworks is complete by 2017 

ITA-017 No major SAN platform purchases in the period 2015-2017 

ITA-018 
Existing platforms have sufficient capacity headroom for storage needs to 
2017 

ITA-019 
No major changes to DR/BC service level objectives in the period 2015-
2017 

ITA-020 
No major stepwise increase in storage requirement from initiatives 
outside of Infrastructure 

ITA-021 
The outcome of the 'Backup Strategy Review' will either be OPEX neutral, 

1 Cox, Roger W. - Gartner IT Infrastructure Summit (2015) The Economics of Storage-Defined Software 
                                                      






