


Section 1 (Gated Investment Step 1) 
1. Background 
TasNetworks’ market-facing applications, are required to operate within and support the 
National Electricity Law (NEL) and its accompanying regulations and procedures, as well as 
jurisdictional laws and regulations.  This requires regular and ongoing investment to ensure 
compliance with the regulatory environment.  

Market Rule changes are generally implemented on a bi-annual cycle with dates for any 
changes usually effective as of May and November.  In some cases implementation 
timeframes are included but this is generally not the case. TasNetworks are required to 
maintain our systems and procedures at market compliant level under the National 
Electricity Law (NEL) and are audited for this market compliance in at least Metering 
Provider (MPB) and Metering Data Provider (MDP) roles on a bi-annual basis to ensure 
compliance to Market rules, procedures and service level requirements. Failure to maintain 
market compliance can result in the loss of accreditation to operate in these roles under the 
market.  

TasNetworks are also required to self-monitor our performance in our Local Network Service 
Provider (LNSP) role in regards to our operation under the National Energy Retail Rules 
(NERR) and report any breach of these rules to the Australian Energy Regulator (AER) which 
can result in fines. 

Even though the market rule changes are generally implemented on a bi-annual cycle, past 
history suggests that market systems need only be changed once a year.  This initiative 
assumes that TasNetworks will need to release market system changes to support regulatory 
changes once a year. 

It should be noted that there are several other initiatives that will require changes to market 
systems1.  These changes are out of scope for this initiative, however any activity for these 
initiatives will be combined with this initiative where ever possible to drive efficiency. 

1.1 Investment Need 
This initiative is driven by the ongoing changes to the regulatory environment in which 
TasNetworks’ operates. The laws, regulations and procedures as defined by the Australian 
Energy Market Commission (AEMC), Australian Energy Regulator (AER), Australian Energy 

1 Includes initiatives: 
• Multiple Trading Relationships (MTR) – described in the initiative titled ‘Multiple 

Trading Relationships’ (IT.CST.02). 
• Embedded Networks (EN) – described in the initiative titled ‘Embedded Networks’ 

(IT.CST.03). 
• Metering Contestability – described in the initiatives titled ‘Metering Contestability – 

DNSP’ (IT.CST.01) and ‘Metering Contestability – Business’ (IT.CST.35).   
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Market Operator (AEMO), as well as local Government agencies, are regularly subject to 
change, and TasNetworks must ensure compliance with these changes. 

Regular investment is required to maintain ongoing compliance with the market systems we 
connect to by performing alterations required in line with the market’s release schedule. 

In addition TasNetworks will need to resolve defects in Market Systems that have been 
identified as having impacts in the areas of: revenue, compliance and market and customer 
reputation. 

1.2 Customer Needs or Impact 
Indirectly, the users of the Tasmanian distribution network, i.e. our customers, will be 
impacted by how compliantly, efficiently and effectively our market systems operate.   

1.3 Regulatory Considerations 
These regulatory alterations have a bi-annual release schedule (May and Nov).  The release 
schedule may also include implementation milestones. 

There are three other regulatory initiatives that will need to be considered in parallel with 
this.  They are: 

• Multiple Trading Relationships (MTR) – described in the initiative titled ‘Multiple 
Trading Relationships’ (IT.CST.02). 

• Embedded Networks (EN) – described in the initiative titled ‘Embedded Networks’ 
(IT.CST.03). 

• Metering Contestability – described in the initiatives titled ‘Metering Contestability – 
DNSP’ (IT.CST.01) and ‘Metering Contestability – Business’ (IT.CST.35).   

These initiatives also impact the market systems. 

2. Project Objectives 
The key objective of this project is twofold: 

• Maintain systems and procedures at market compliant level under the National 
Electricity Law (NEL).  

• Resolve defects identified as not meeting the TasNetworks corporate strategy, 
including defects that have an impact on customer service deliverables, safety, and 
predictable and sustainable pricing. 

3. Strategic Alignment 

3.1 Business Objectives 
The following table highlights how the initiative will further TasNetworks corporate vision.  
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• Will assist in addressing retention of specialty skillsets/staff. 

• When new regulations are enforced, existing processes may 
break and manual complex workarounds will be required making 
work practices difficult, (i.e. business is negatively impacted). 

“we care for our assets, 
delivering safe and reliable 
network services while 
transforming our business” 

Should TasNetworks not  
 

 

  

   

  

This initiative provides regular efforts to address any such changes 
that are approved by  maintaining valuable 
relationships and reputation for operating compliantly.  

3.2 Business Initiative Alignment 
By supporting our customer’s ability to access new market arrangements this initiative is 
expected to further ‘TasNetworks Strategy on a Page’ aims of: 

• Customer net promoter score. 

• Voice of the customer program. 

In maintaining efficient and accurate billing this initiative supports the aims of lowest 
sustainable pricing. 

4. Current Risk Evaluation 
This chapter details the risk of ‘Do Nothing’. 

The TasNetworks Risk Framework details the level of risk the business finds acceptable in 
each category (Safety, Environment, Financial, Regulatory, Legal and Compliance, 
Customers, Assets, Reputation and People). 

This initiative addresses Customer, Financial and Regulatory Compliance risks, of which 
TasNetworks has . 

Not proceeding with this initiative may result in  
 

 

4.1 Risk Matrix 
TasNetworks business risks are analysed utilising the corporate risk matrix, as outlined in 
TasNetworks Risk Management Framework. 

Relevant strategic business risk factors that apply are follows: 
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Section 2 (Gated Investment Step 2) 
5. Preferred option 
The preferred option is to maintain systems and procedures at market compliant level under 
the NEL AND resolve defects identified as not meeting the TasNetworks corporate strategy, 
including defects that have an impact on customer service deliverables, safety, and 
predictable and sustainable pricing. 

This option has been selected because it has best alignment with the investment need 
whilst: 

• Minimising the cost. 

• Minimising the negative business impacts and maximising the positive business 
impacts. 

• Maximising the strategic alignment. 

• Maximising the IT strategic alignment2. 

• Minimising the project complexity. 

• Minimising the risk to the organisation. 

5.1 Scope 
The scope is to maintain TasNetworks market systems for compliance with changed market 
rules, procedures and service level requirements.  It will also include a backlog of defect fixes 
on an as needed basis. 

Detailed scope 

The systems that are likely to be impacted include: 

• Meter data management system release(s)/changes to address defects as 
determined and prioritised by the business in addition to any 
alterations/enhancements required to maintain compliance with market regulations. 

2 This is a test against criteria including: 
• Solutions will leverage the expertise and conformity of vendor products designed for NEM market 

interfaces. 
• Solutions are designed for TasNetworks work practices and work processes to be as efficient and effective 

as possible without compromise. 
• Solutions are maintainable and supported. 
• Solutions are ‘fit for purpose’.  
• Alignment with current IT infrastructure. 
• Alignment with other IT roadmap initiatives. 
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• NEM market interface system release(s)/changes to address defects as determined 
and prioritised by the business in addition to any alterations/enhancements required 
to maintain compliance with market regulations.  

This is inclusive of all modules: 

o Service Order Management (SOM). 

o Customer Transfers. 

o Market Synchronization. 

o Standing Data Reconciliation (SDREC). 

o Market Integration Layer (MIL). 

o Meter Data Delivery. 

o CATS. 

o Task Management. 

o Customer Details. 

o Distribution Billing. 

o Network Invoice Management (NIM).  

o Network Operational Management (NOM). 

• Field tool  release(s)/changes to 
address defects as determined and prioritised by the business in addition to any 
alterations/enhancements required to maintain compliance with market regulations. 

• Other internal TasNetworks applications including:  Business Process Monitor (BPM), 
Spatial Data Warehouse (SDW), G/Technology (GIS) and The Eye (monitoring tool). 

Change Management Impacts 

The following business processes may require re-engineering and subsequently training and 
re-education throughout their user base: 

• Service Order processes (Receipt, Scheduling, Execution and Completion). 

• Market Interactions.  

• Meter Reading. 

• Distribution Billing. 

High level implementation activities 

High level activities identified to implement this initiative include: 

• Review and prioritisation of back-log enhancement/changes, and big fixes. 

• Analysis of TasNetworks obligation for Market System compliance, including: 

o Identifying existing processes that will need to be changed and redrafting the 
‘To Be’ process.   
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Intangible benefits 

• Have greater reliance on data which will improve the ability to 
correctly model tariff prices. 

• Decrease in the likelihood of human error. 

• Have a reduced reliance of working outside of systems and 
processes. 

• Have a reduced reliance on existing trained resources who 
understand defects and workarounds. 

• Employees will have more confidence in market systems, which will 
lead to a reduction in stress, frustration, overtime, and retention 
issues of employees. 

• With the implementation of this initiative there will be a reduced 
risk of business disruption as a result of increased auditing activities 
(‘Do Nothing’ risk IT-057 mitigated). 

• With the implementation of this initiative there will be a reduced 
likelihood of the CEO and other responsible staff facing jail time (‘Do 
Nothing’ risk IT-072 mitigated). 

• As part of this initiative it is also the intention to target the following 
issues identified from the TasNetworks application health check 
conducted in early 2015: 

o [BHA08] – BPM – the application does not allow for ad-hoc 
reports to be produced or current reports to be modified. 

o [BHA76] – Manual workarounds required. 

o [BHA77] – BPM - Would like better integration with 

o [BHA10] – – with regard to task management, email 
triggered task functionality is not working. 

o [BHA05] – The useability of the reporting module does 
not adequately meet the business needs. 

o [BHA06] – The alert functionality within the Eye could be 
improved. 

o [BHA07] – With regard to the Eye, the granularity of the 
monitoring is perhaps now low-level enough with respect to 

 

o [BHA24] – There is no longer in-house support or 
development expertise for the Eye. 

Customer and 
retailers 

From a customer perspective, TasNetworks will be able to: 

• Handle modified market processes without impacting the customer 
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perspective reduced (‘Do Nothing’ risk IT-061 mitigated). 

• Maintain valuable relationships with Retailers and customers where 
TasNetworks can be trusted to deliver. 

• Improve delivery of accurate data in a timely manner. 

• Address impacts to retailers as a result of outstanding defects, 
ensuring customer are correctly billed. 

5.3 Regulatory Test  
N/A 

6. Options Analysis   
Three options have been considered as described in the following chapter: 

• Option 0 - Do Nothing. 

• Option 1 – Meet compliance and fix defects - Maintain systems and procedures at 
market compliant level under the NEL AND resolve defects identified as not meeting the 
TasNetworks corporate strategy, including defects that have an impact on customer 
service deliverables, safety, and predictable and sustainable pricing (preferred option). 

• Option 2 – Meet compliance, fix defects, and include enhancements - Maintain systems 
and procedures at market compliant level under the NEL AND resolve defects identified 
as not meeting the TasNetworks corporate strategy, including defects that have an 
impact on customer service deliverables, safety, predictable and sustainable pricing AND 
include enhancements to support improvements to TasNetworks market processes. 

Each option has been assessed with regard to the following criteria: 

• Solution effectiveness.  Solution effectiveness is tested against the ‘Investment Need’ 
(detailed in chapter titled ‘Investment Need’).  In simple terms, does the option 
achieve the project objectives? 

• Cost. 

• Business impact – the selected option will consider the level of change to 
TasNetworks environment (including during project implementation and post 
implementation). 

• Business Strategic alignment – does the option fulfil the business objectives and 
current business initiatives (detailed in chapter titled ‘Strategic Alignment’). 

• IT strategic alignment.   

• Project complexity – solutions will not be un-necessarily complex.  Complexity 
introduces risk through combination of resource requirements, increased change etc. 

• Risk profile – solutions will be risk adverse. 

• Ability to achieve compliance – solutions will be fully compliant with all regulatory 
requirements and applicable industry standards. 
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