






• A formal project prioritisation process that includes full transparency, extensive 
customer consultation and business-determined priorities. 

• A fully consultative project management methodology that embeds Corporate IT 
customers in every stage of the project. 

1.3 Regulatory Considerations 
As the infrastructure documented in this Initiative Statement constitutes a supporting 
platform for TasNetworks business operations, there are no identified direct regulatory 
considerations. 

However, the platforms documented in this Initiative Statement host applications and data 
used by TasNetworks staff in day-to-day operational and administrative processes.  These 
processes are critical to ensuring business compliance with regulatory requirements. 

2. Project Objectives 
The primary objective of this initiative is to ensure TasNetworks ability to deliver prescribed, 
negotiated and non-prescribed services to customers.  This objective is achieved through 
meeting the following initiative objectives: 

1. Provide all required system and management software infrastructure to meet IT 
service level requirements through the determination period 

2. Provide effective and efficient monitoring and management of services delivered to 
the business as well as infrastructure underpinning service delivery 

3. Ensure that the availability of business application services meets or exceeds IT 
service level targets through appropriate configuration and procurement of suitable 
support agreements. 

4. Provide sufficient capacity over the period for: 
a. Growth in existing business services and activities 
b. Anticipated new business services and activities 

5. Ensure that all software in use is licensed appropriately 
6. Ensure that the provision of messaging services continues to meet business 

functionality requirements 
7. Take advantage of technology advances to improve the scope and performance of 

service delivery to the business 
8. Ensure that business application services are operated to meet TasNetworks 

compliance requirements for data privacy and data retention. 

The objectives will be met through the execution of maintenance, review, upgrade and 
replacement activities as described below. 

 

3. Strategic Alignment 
3.1 Business Objectives 

The following table highlights the problems that the initiative will solve. 

 







 

Section 2 (Gated Investment Step 2) 
5. Preferred Option 
The recommended approach for TasNetworks platform software over the determination 
period is to: 

• Continue licensing oftware through the  
• Retain or replace according to the outcome of the  

• Continue to use  to perform service level monitoring and 
management functions, subject to the outcome of planned review activities. 

• Continue using to deliver the 
messaging services nominated in this document. 

•  
• Explore the use of  

 
• Carry out major version upgrades to each of these products to ensure support 

availability and take advantage of new functionality 
• Replace  associated with these services to ensure the 

continued operation of these platforms 

The program of work documented below is the preferred option for continued delivery of 
storage services in support of business activities and initiatives.  

Risks associated with not proceeding with this option include: 

• Increased risk of service disruption due to inability to execute required 
applications 

• Increased risk of service disruption due to lack of monitoring and management 
capability for underlying platforms 

• Inability to access vendor support for platform software 
• Non-compliance with software licensing agreements 
• Security breaches due to exploitation of unpatched vulnerabilities in out-of-

support software 
• Reduced ability to respond to changing business conditions and imperatives in a 

timely manner 

Potential business impacts associated with these risks include: 

• Delays to business operations arising from interruptions to or degraded 
performance of business applications 

• Degraded performance across all application services used by business and 
operations teams arising from capacity constraints 

• Potential breaches of TasNetworks systems hosted on obsolete platforms 
• Increased operational costs associated with support of obsolescent and obsolete 

platforms 
• Increased cost and duration of business application delivery project activities 




















