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2 Background and Purpose 
Around the world, electricity systems are undergoing fundamental change. At the heart of the change are 
electricity customers. Across Australia, these customers want more choice and control over their energy 
use, more renewable energy, lower costs and high levels of electricity system security and reliability. 

As the owner and operator of the electricity transmission and distribution systems in Tasmania, 
TasNetworks is planning its future in this world of change. We are planning how we will continue to serve 
our customers into the future, and achieve our vision to be ‘trusted by our customers to deliver today and 
create a better tomorrow’. 

Customer benefit is the key driver for the investments we make. We must also ensure our network is safe, 
reliable and complies with a range of compliance obligations. We are working hard to keep our costs and 
our prices as low as we sustainably can, while delivering safe and reliable services. 

 
For Digital Technology to deliver sustainable value it must support and enable TasNetworks to achieve its 
strategic business goals: safety; resilience; efficiency; renewable energy; and growth. TasNetworks has 
outlined five Digital Strategy goals that align to TasNetworks corporate goals: 

• Simple to use: Empowering our field work force with simple to use and automated solutions; 

• Back to our core: Support flexible, lean and commercial customer and network delivery; 

• Digital first: Making digital the way we work, developing a future fit digital workforce; 

• Data driven: Enable fit for purpose and data driven asset decisions; 

• Security by design: Minimise risk to our people, assets and operations. 
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The Digital Services and Solutions Group is responsible for managing a broad range of corporate 
information technology services, from desktop and application support to the development and 
management of specialised business applications and technological capabilities that support core business 
operations for the enterprise. The Digital Group is also in charge of formulating a Digital strategy that 
builds on existing strengths and supports TasNetworks’ strategy roadmap, thus meeting the future needs 
of the business. 

TasNetworks actions its philosophy for asset management through asset management plans (AMP). These 
documents separate the infrastructure into subsets of like assets with a plan in place for each subset. This 
Asset Management Plan is concerned with TasNetworks’ corporate Digital software solution assets. 

The strategies included in this AMP have been developed taking into account past asset performance, 
industry best practices and the need for prudent investment to optimise cost and asset performance. 
These strategies also align to TasNetworks’ business strategic goals outlined above. 

2.1 Purpose of this plan 
The purpose of this document is to support the TasNetworks 2024-2029 Combined Proposal, and to 
contribute to the achievement of the company’s business strategic objectives outlined above. This 
document makes up part of the overall Combined Proposal that contains details of the TasNetworks 
corporate Digital software assets, the proposed forecast capital expenditure on these assets, expressed in 
2021/2022 dollar terms, and the methodology used in developing the program of work. 

This document should be read in conjunction with other relevant documents supporting the submission.  
Supporting documentation further establishes the background, justification, benefits, prudency and 
prioritisation of the investment decisions covered in this document. 

2.2 Benefits of Digital Investment 
In order for the enterprise IT environment to support and drive the organisational strategic goals, it needs 
to undergo a significant transformation. The initiatives identified by this plan have been carefully selected 
to enable and support business goals and to deliver on a range of benefits, including: 

• Deliver a range of new and enhanced services to TasNetworks’ customers that will help them 
better manage and control their electricity costs, provide additional communication channels and 
deliver a range of other services and information that they value; 

• Ensure TasNetworks avoids significant risks associated with the end-of-life of related applications, 
some of which will be unsupported prior to 2029; 

• Provide systems, processes and tools to support the introduction of cost-reflective tariffs and the 
roll-out of advanced meters, enabling customers to better control their energy use and manage 
peak demand; 

• Enable TasNetworks to meet its regulatory and customer obligations in a prudent and efficient 
way, by delivering efficiencies in the core areas of the business and avoiding the additional 
expenditure associated with manual processes; 

• Minimise threats to security and privacy of personal information that TasNetworks is required to 
keep in relation to its customers, contractors and employees; 

• Empower TasNetworks staff, customers and partners to capture, access and share accurate 
information when they need it, wherever they may be; 



Corporate IT – Software Asset Management Plan 

  Page 10 of 50 

• Enable customers and business to derive maximum value from our increased information 
collection for improved decision making and reporting; 

• Maximise the value from our enterprise platform (ERP) investment by further integrating business 
solutions within the environment and aligning access to it. This will enhance team members 
mobility and productivity, allowing TasNetworks to cost effectively respond to external changes; 

• Enable TasNetworks to maintain reliability and quality of Digital services, in line with agreed 
service level targets and future business, customer and regulatory requirements;  

• Enable TasNetworks to control and, where possible, reduce technology costs in the long term 
through operational improvements, consolidation of Digital applications and improved 
governance; 

• Empower TasNetworks staff to better leverage improved data access and quality through the 
adoption of advanced technology and further consolidation of systems, optimising flow of 
information for operational purposes and supporting the understanding of customer needs; 

• Enable the long-term convergence of Information Technology (IT) and Operational Technology 
(OT) through the continual review and alignment of Technology led projects to the 2030 strategy 
roadmap and Enterprise Architecture evolution. 

2.3 Challenges in the management of Digital software assets 
TasNetworks Digital group face a number of challenges with its software asset base. Corporate software 
assets have significantly shorter lifespans than other corporate assets. Worse still, these lifecycles are 
often forced even shorter by rapidly evolving technology and business requirements. Many software 
systems must be regularly maintained or possibly replaced just to meet business, market, functional and 
performance requirements. Meanwhile, emerging technologies and bodies of knowledge are driving the 
need for much greater integration of data and functionality between systems including comprehensive 
business intelligence. The following list summarises the key asset issues: 

• Rapidly evolving business and market requirements are driving significant demand on stretched 
resources and make long-term forward planning of software projects challenging; 

• Ongoing evolution of underlying technologies require regular reassessment of TasNetworks’ 
Digital architecture; 

• Visibility of software vendor roadmaps is often difficult to achieve, making advance planning more 
difficult. Sometimes TasNetworks has little choice but to implement upgrade or replacement 
projects when vendors change their product offerings; 

• Increasing reliance on IT systems and growing trends in business intelligence and big data are 
resulting in rapidly increasing demands on TasNetworks IT infrastructure. It is an ongoing challenge 
to maintain an appropriate capacity in terms of servers, CPUs, memory and storage; 

• A rapid increase in the need to integrate disparate systems has led to an exponential increase in 
system interdependencies, increasing the complexity of managing TasNetworks’ software assets;  

• Limited internal resourcing results in greater utilisation of external resources, which impacts both 
costs and retention of intellectual property; 

• Limited availability of skilled resources to hire or engage on a short-term basis, can prevent 
TasNetworks from commencing some projects or require the project to be significantly delayed;  
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• When national bodies change protocols and procedures TasNetworks is obligated to follow to 
operate in the National Electricity Market, TasNetworks is obliged to implement the changes in 
order to remain compliant to regulations. 
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3 Scope 

3.1 In Scope 
This asset management plan (AMP) covers the rationale for Corporate IT initiatives identified for the 2024-
20 regulatory control period. 

This AMP does not cover the management of all software assets at TasNetworks. This document details 
the management plans for enterprise and business support IT software assets only; some specific line of 
business IT assets are identified as out of scope. 

Business areas in scope of this AMP include: 

• Finance. This is inclusive of:  

o Finance; 

o Supply Chain; 

o Fleet; 

o Facilities; 

o Business Services. 

• People/Health Safety & Environment; 

• Digital Transformation & Strategy; 

• Operations; 

• Customer Services; 

• Governance; 

• Stakeholder/Regulation;  and 

• Strategic Growth/Major Projects. 

3.2 Out of Scope 
The following categories of Digital Assets are out of the scope of this document and are addressed in 
separate asset management plans: 

• Infrastructure, including: Security, Servers, Desktops (Standard Operating Environment and 
supporting technologies) and Networking, managed by the Digital group; 

• Network Operation and Control System (NOCS) software assets, managed by the Operational 
Systems team; 

• Communication software assets, managed by the Telecommunication Network Operation and 
Control System (TNOCS) team; 

• Protection and control software and networks assets, managed by the Protection and Control 
team; 

• Asset Management Information System (AMIS) Improvements managed by the Digital Solutions 
team, with the exception of the ERP system. 
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4 Management Strategy and Objectives 
This asset management plan has been developed to align with both TasNetworks’ Asset Management 
Policy, Strategic Asset Management Plan and Strategic Objectives. 

Our Digital Technology Strategy is to modernise, maintain and improve the Digital Technology 
environment through the periodic updating and refreshing of applications, infrastructure, and vendors to 
achieve the lowest cost to operationally manage and support Digital Technology and deliver corporate and 
customer expectations. 

TasNetworks recognises that the technology domains of Information Technology, Operational Technology, 
Telecommunications and Cybersecurity make up the key elements to providing TasNetworks with a 
modern, efficient technology environment. 

We will achieve this by: 

• Operating within the Board approved TasNetworks IT Governance Framework; 

• Building the roadmap for the future TasNetworks Digital Technology Enterprise Architecture, 
inclusive of investment, prioritisation and phasing; 

• Delivering solutions based on the lowest Total Cost of Ownership (TCO), inclusive of on-premises 
and cloud hosting and consideration of re-use, buy and build options; 

• Actively pursuing strategic outsourcing opportunities by seeking partners, cloud and external 
agencies to deliver low value commodity services; 

• Positioning TasNetworks for changes in delivery models for Digital Technology by vendors; 

• Protecting TasNetworks’ Digital Technology assets with a risk-based security model to reduce risk 
to as low as reasonably practicable;  and 

• Positioning TasNetworks Digital Technology as an enabler of future business agility and increased 
customer value by transforming the way we operate. 
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6 Asset Management 

6.1 TOGAF at TasNetworks 
TasNetworks uses the approach provided by ‘The Open Group Architecture Framework’ (TOGAF) to 
provide a structure to plan and manage its Corporate IT assets. 

TOGAF is a framework including a detailed architectural development method and a set of supporting tools 
for developing an enterprise architecture (for a high level description of TOGAF see link High level 
description of TOGAF). 

TasNetworks has created architectural processes, repositories and artefacts for its in-house tailored 
implementation of TOGAF.  The TasNetworks process is described in the section 6.5 Methodology to 
Create Program of Work for the 2024-2029 Combined Proposal. 

Core to TOGAF is its Architecture Development Method (ADM) which is a detailed, step-by-step method 
on how to build, maintain and implement enterprise architecture. It consists of 8 different steps in a design 
cycle as shown in the following diagram. 

 

Figure 1 – Representation of TOGAF ADM  
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6.2 Application types 
TasNetworks categorises its applications into six different types: 

• Software (includes server software and desktop clients); 

• Web applications; 

• Server software; 

• System interfaces; 

• SharePoint applications; 

• Software-as-a-service. 

6.2.1 Software 

Software encompasses desktop clients and server software. 

Desktop clients are all those software packages that must be installed locally on a business user’s computer. 
Software installed on a user’s computer that communicates with server components, including databases, 
are still considered desktop clients. However, the server components may be separately registered as 
‘server software’ depending on their nature. 

The critical asset management considerations for desktop clients are: 

• Packaging and deployment of the software and any updates to user computers; 

• Compatibility with other desktop software and driver requirements; 

• Communication requirements, particularly with server components. 

Server software packages are any software packages designed to be installed on a server operating system 
rather than on a user’s computer, but for the purposes of this asset management plan exclude web 
applications. Server software can be accessed directly by users, accessed indirectly by users of web 
applications and desktop clients that connect to the software, or may not be accessed by users at all. 

Critical asset management considerations of server software are: 

• OS version, software and database dependencies; 

• Compatibility with other server systems, including compatibility of pre-requisite components; 

• Integration capabilities (API etc.);  

• Capacity management of server bandwidth, storage, memory and CPU. 

6.2.2 Web application 

TasNetworks manages a wide range of web applications. Web application are built using internet 
technologies, installed on a server and accessed by users using a web browser client. In most cases, it is 
the preference of the corporate Digital group to procure and implement solutions that are web 
applications. This is due to the high-level of internal skills available to support and develop systems built 
on web technologies, the simplified deployment model and the ability to make systems mobile device-
friendly without excessive additional costs. 

Critical asset management considerations for web applications are: 

• Whether the business requirements can be met by web technology.  Some solutions still need to 
be implemented as a fully featured desktop client; 
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• Capacity management of server bandwidth, storage, memory and CPU; 

• System security and protection, especially for any systems exposed outside the Corporate IT 
network. 

6.2.3 System interface 

System interfaces connect disparate software systems to provide functional integration. At TasNetworks 
they are predominantly built using web services, SAP Process Orchestration and Microsoft SQL Server 
Integration Services.  Appropriate use of system interfaces enables TasNetworks to reuse components and 
functions, extend software features and reduce the cost of development, support and maintenance.  

Critical asset management considerations of system interfaces are: 

• Appropriate governance of system changes and utilisation; 

• Strong change management to protect against the much greater level of complexity born of 
system interdependencies; 

• System security and protection, especially for any interfaces exposed outside the Corporate IT 
network. 

6.2.4 SharePoint application 

Microsoft SharePoint is used by TasNetworks as a comprehensive application platform.  

Critical asset management considerations for SharePoint applications are: 

• Capacity management of server farm bandwidth, storage, memory and CPU; 

• Software update requirements; SharePoint platform upgrades may be driven by considerations 
external to specific systems implemented on SharePoint, affecting the software lifecycle. 

6.2.5 Software-as-a-Service 

An ever-increasing number of vendor software solutions are being offered as Cloud / Software-as-a-Service.  
SaaS is provided via a secured internet site rather than installed locally on the TasNetworks Corporate IT 
network. This service model has the potential to save the business money under certain circumstances, 
but also introduces a range of new challenges to the management of Digital. 

Critical asset management considerations for Software-as-a-Service are: 

• Vendor reliability and Service Level Agreements; 

• Physical location of data centres and jurisdictional or legal requirements; 

• Privacy and security of data; 

• Integration requirements with other systems; 

• Transition planning: ability to safely or securely transition to a different solution in the future;   

• Risk to operational processes, including staff or customer safety or electricity supply. 

6.3 Monitoring 
The corporate Digital group has adopted a strategy of implementing both proactive and reactive condition 
monitoring of IT assets, including physical assets, virtualised or physical infrastructure assets and software 
assets. Proactive monitoring practices actively check the condition of IT assets to identify developing 
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condition issues before they could result in an incident1. Reactive monitoring detects incidents once they 
have occurred so that normal service can be restored. 

6.3.1 Proactive monitoring 

The goal of proactive monitoring is to predict likely incidents with sufficient notice and information to 
enable Digital staff to take corrective action and avoid an incident.  

TasNetworks implements two strategies for proactive monitoring: 

1. Continuous system monitoring - Corporate IT has implemented condition monitoring for software 
assets to detect defects and issue early warning of developing issues. TasNetworks has an 
operational monitoring system that displays system and infrastructure statuses and alerts on 
dashboards in the IT area as well as email and SMS alerts to infrastructure personnel in real-time. 
This system tracks: 

• Server physical state (powered on or off); 

• Server responsiveness; 

• CPU utilisation; 

• Memory utilisation; 

• Disk space; 

• SQL server instance states; 

• IIS state and responsiveness; 

• Application service states; 

• Application log file activity. 

In addition to the operational monitoring system, the underlying virtualised infrastructure is 
monitored using VMware’s active monitoring, and daily checklists are followed to confirm systems 
are operating within expected parameters. 

2. Periodic application health checks – TasNetworks routinely conducts application health checks 
with business representatives. This process is represented in Figure 2 – Health assessment process. 
The process has 3 main steps which result in a business and technical health scores and an overall 
application health score.  

Step A - To evaluate the business health a set of key users are asked to score a set of standard 
questions which ultimately roll up to an average health score.  Users were asked to rate the 
following questions on a scale of 1-5 where 5 represents optimum health: 

• What is the quality of the data in the system? 

• How accessible is the data in the system? 

• How well does this application meet the business requirements? 

• How well will this system meet future business needs? 

• How would you rate user satisfaction? 

• How efficient is the system at completing operations? 

 

 
1 Under ITIL, an incident is identified as any unplanned event that results in a loss or degradation of service. 
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• How responsive is the system to user actions? 

• How available is the system (in reference to SLA requirements)? 

• How reliable is the system? 

• How many manual processes or ‘workarounds’ are used, and what is the FTE cost of 
these? 

• How much revenue is at stake during a system outage? 

Step B - In parallel to the business health evaluation, an assessment of the health of the 
supporting infrastructure is undertaken.  Each of the following topics is considered and rolled up 
into an overall technical health score for each application: 

• Recoverability; 

• Hardware warranty; 

• Operating System currency; 

• RDBMS / platform currency; 

• Storage conformance; 

• Backup strategic alignment; 

• Support contract; 

• Hardware currency; 

• Software/firmware currency; 

• Redundancy; 

• Monitored; 

• Strategic Alignment. 

Step C - Each key application is then given an overall application health based on: 

• Business health; 

• Technical health; 

• Criticality; 

• Vendor health/roadmap; 

• Regulatory obligations; 

• Emerging and potential technologies. 

These activities result in an architectural blueprint of the corporate Digital group’s business 
applications in their current and future predicted state where each application is diagrammatically 
represented by an elongated oval with colour coding to represent the overall application health. 
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The top down approach also included an analysis of changing Distribution Network Service 
Provider (DNSP) and Transmission Networks Service Provider (TNSP) regulatory related rules that 
TasNetworks operates within and is obligated to conform with2. 

• ‘B. Business architecture’ - The outcome of the top down approach was a number of identified 
new or changed business functions that would need to be supported by corporate Digital 
applications. 

• ‘C. Information systems’ - TasNetworks also employed bottom up approaches to supplement the 
top down approach.  

Business and technical health of applications classed as critical, major and important were 
reviewed. The changed business architecture identified from the top down approach was distilled 
with known maintenance regimes3 and the health check to identify a number of applications that 
need to be considered for change. It also identified gaps where new business capability had been 
identified without an obvious supporting application. 

• ‘D. Technology architecture’ - Changes to the application landscape is evaluated as part of the 
Information Systems review which is documented separately in the IT Infrastructure Asset 
Management Plan (see document titled ‘Corporate IT - Infrastructure Asset Management Plan’). 

• ‘E. Solutions’ - Using the IT operating principles, the new/changes to business capability and 
applications was used to identify a number of ‘change drivers’ or issues, which was rationalised 
into a list of potential initiatives.  

• ‘F. Migration Planning’ - The potential list of initiatives is evolved, prioritised4 and costed5 as a 
means of building the program for the 2024-2029 regulatory control period. Some initiatives have 
been identified as being necessary before the regulatory control period starts, and after the 
application of prudency, some are identified as being aspirational and for consideration in the next 
regulatory control period.  

 

 

 
2 TasNetworks utilises a number of bespoke (internally developed) and commercial off the shelf (COTS) systems to 
support mission and business critical Network and Customer Management business processes. These systems 
are required to operate and comply with the requirements of the following regulations and legislation: 

• Australian Energy Market Operator (AEMO) and National Electricity Market (NEM) regulations; 
• Distribution License - Issued by the Regulator (Otter) under the Electricity Supply Industry Act 1995 
• National Energy Customer Framework (NECF); 
• Commonwealth Taxation Law;  and 
• The National Electricity Law and the National Electricity Rules (NER) legal framework. 

3 Maintenance regimes of small to medium are formally captured in a ‘business management systems’ register. 
Maintenance for large applications are negotiated and scheduled far in advance after close liaison with vendors. 

4 Initiative prioritisation was based on classifying initiatives (in order of priority) as ‘regulatory’, ‘must have’, ‘need to 
have’, or ‘nice to have’. Within each categorisation, the initiatives are ranked.  

5 Costs were estimated on combination of vendor costing, historic spend and internal estimates. 
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7 Initiatives (2022) 
In the context of this Asset Management Plan, initiatives are prospective individual packages of work 
that ultimately form the 2024-2029 Program of Work and Roadmap. Although the intention is that these 
initiatives are undertaken during the timeframes proposed, a more detailed business case and evaluation 
process is still expected to be undertaken. 

7.1 Drivers 
The following is a brief discussion on the primary drivers for expenditure within the Non-Network Program 
of work. 

7.1.1 AER Recurrent / Non-recurrent Classifications 

The AER ICT Guidelines detailed a classification system that separated Recurrent and Non-Recurrent 
expenditure. In our experience this is not easily achieved: 

• Projects to achieve new compliance obligations often involve a large component of technology 
uplift that we classify as ‘Maintain existing services functionalities and capabilities’. 

• Projects to achieve a new or expanded service can require similar regular upgrade activities 

Therefore TasNetworks assesses the ratio of Recurrent / Non-recurrent costs involved with a project or 
program. 

7.1.2 Distribution / Transmission Classifications 

Many software assets are shared across Distribution and Transmission activities. For Revenue Reset 
submissions each Project or Program has an individually assessed ratio of Distribution / Transmission 
cost allocation. 

7.1.3 Maintain existing services functionalities & capabilities 

As previously described, a health assessment was conducted for the purposes of the Combined Proposal. 
As a result of the health assessment, the business, technical and overall health of the major business 
applications at TasNetworks was established. This enabled Corporate IT to build an architectural depiction 
of the current state of the business applications, as well as identify the following: 

• Applications not supporting business needs; 

• Current issues and defects with functionality and business processes; 

• Manual workarounds in place due to software deficiencies; 

• Performance and availability issues; 

• Applications at risk of not being able to meet future needs; 

• Opportunities for integration; 

• Under-utilised/under-deployed applications. 

The following initiatives are examples of being driven primarily through Asset End-of-life: 

• Market Systems – MDMS Replacement/Major Upgrade ( ); 

o Assessed as 100% Distribution 
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o Despite the platform having upgrades applied during the last 5 years, it has been 
assessed as 100% Non-recurrent due to the likely platform replacement aspect of the 
initiative. 

• Asset & Servicing Works Mgt. Tool Consolidation & Replacement ( ); 

o Assessed as having a ratio of 75:25 Distribution:Transmission 

o This initiative affects a number of applications which may have had some upgrades 
during the last five years, however it has been assessed as 100% Non-Recurrent due to 
the major consolidation nature of the initiative. 

• Design & Estimating Systems replacement. 

o Assessed as 100% Distribution 

o This initiative affects a number of applications which may have had some upgrades 
during the last five years, however it has been assessed as 100% Non-Recurrent due to 
the major consolidation nature of the initiative. 

The following initiatives are examples of being driven primarily through Regular Maintenance: 

• ERP – Upgrades & Enhancements Program; 

o Assessed as having a ratio of 75:25 Distribution:Transmission 

o Assessed as having a ratio of 66:33 Recurrent:Non-recurrent 
This initiative will involve regular upgrades to the product however will also involve 
activities that would be classed as Non-Recurrent such as: 
- Changes involved in updated Tax laws 
- Changes around strategic changes to the business 

• MDMS – Upgrades & Rule Change Program 

o Assessed as 100% Distribution 

o Assessed as having a ratio of 70:30 Recurrent:Non-recurrent 
This initiative will involve regular upgrades to the product however will also involve 
activities that would be classed as Non-Recurrent such as regulatory driven changes to 
Market procedures & rules. 

• Business Systems Maintenance 

o Assessed as having a ratio of 80:20 Distribution:Transmission 

o Assessed as having a ratio of 100% Recurrent  
This initiative will involve regular upgrades to 140 different applications  

• Data and Analytics Program 

o Assessed as having a ratio of 75:25 Distribution:Transmission 

o Assessed as having a ratio of 100% Recurrent  
This initiative will involve regular upgrades to data & analytics applications  

The current health of the key applications in the business is illustrated in the following diagram. 
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Figure 4 – Current core application health state as at November 2022 
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7.1.4 Comply with new/altered regulatory obligations / requirements 

Projects to achieve new compliance obligations often involve a large component of technology uplift that 
we classify as ‘Maintain existing services functionalities and capabilities’. 

Therefore TasNetworks assesses the ratio of Recurrent / Non-recurrent costs involved with a project or 
program. 

TasNetworks is required to maintain systems and procedures at a market-compliant level under the 
National Electricity Law (NEL) and is audited for this market compliance in at least Metering Provider 
(MPB) and Metering Data Provider (MDP) roles on a bi-annual basis to ensure compliance to market 
rules, procedures and service level requirements. Failure to maintain market compliance can result in the 
loss of accreditation to operate in these roles under the market. 

During the next determination period, a number of regulatory and legislative changes are expected to 
occur that will require investment in our current market-facing and support systems to ensure ongoing 
compliance. 

7.1.5 Acquisition of new or expanded services, functionality or 
capabilities 

Projects to achieve a new or expanded service can require similar regular upgrade activities. 

Therefore TasNetworks assesses the ratio of Recurrent / Non-recurrent costs involved with a project or 
program. 
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7.2 Major Initiatives by Functional Area 
The following section outlines proposed expenditure described by the business functional area. 

7.2.1 Business System Upgrades 

TasNetworks operates a large number of smaller software applications to support the entire business. 
These will need to be upgraded during this regulatory period to ensure service reliability, maintain 
performance and manage corporate risks. In addition, evolving business environments and objectives 
often alter business requirements for software.  

The software solutions covered by this program of work are integral to the successful operation of 
TasNetworks and include around 140 applications that can be roughly grouped into the following 
categories: 

- Customer Systems (includes Public websites, customer complaint/enquiry & connection 
application portals, contractor portals, case management systems, dial-before-you-dig, payment 
systems) 

- Collaboration and Document Mgt systems 
- Outage Message Mgt, Outage Calculation & Reconciliation systems 
- Engineering Applications 
- Power Flow, Analysis, Monitoring & Modelling systems 
- Design, Drafting & Drawing Mgt systems 
- Training & Licence Mgt 
- Finance, Banking & Risk systems. 

TasNetworks is continuously exploring ways to increase its efficiency and improve effectiveness. These 
are often being achieved through the strategic implementation of software solutions to streamline and 
automate business processes, or even make some processes obsolete. As such, demand from the 
business for Information Technology (IT) application services remain consistently high and is not 
expected to decrease during the forthcoming regulatory period. 

The consolidated initiative for of upgrades and/or replacement of various small applications is Business 
Systems Maintenance. 

7.2.2 Data Warehouses, Business Intelligence and Analytics 

TasNetworks is currently addressing the lack of a single enterprise data warehouse/reporting platform by 
building a data warehouse  and instituting a range of data management 
standards and processes. 

This is making available data from multiple business domains. It is also providing self-service analysis (via 
SAP Analytics Cloud) and self-service data maintenance to reduce IT dependence. 

However, significant further work is required, driven by the following trends: 

• Rapidly increasing date volumes, complexity and varieties of formats 
• Decentralisation of the analytics function into business areas 
• Availability of analytics automation to remove complexity and make analysts more efficient 
• Increasing integration complexity due to complexity of data and diversity of sources 
• Opportunities to improve data quality using AI or machine learning 
• The need for greater governance around the use of data and tools for analytics purposes  
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• The growing need for consumer data protection and privacy. 

To address these trends the following initiatives will be undertaken: 

• Completing the establishment of a data management framework and associated tools 
• Upgrading data quality management tools 
• Upgrading data integration tools 
• Providing improved data analytics tools 
• Supporting Democratisation of data analytics with tools and processes 
• Establishing a unified data delivery and analytic platform. 

Costs of this initiative are shared across Distribution and Transmission. 

7.2.3 Customer Information Systems & Digital Engagement 

TasNetworks has performed significant systems work during the current regulatory control period to 
enhance customer interaction via Web and Mobile channels and to assist in managing other interactions. 
Some minor enhancements are expected during the 2024-2029 regulatory control period, which have 
been included in the Business Systems Upgrades initiative. 

This area will be reviewed again prior to the 2029-2034 Combined Proposal. 

7.2.4 Enterprise Information Management 

A project is underway to consolidate a number of Information Management systems within 
TasNetworks. This is expected to be completed in the latter part of the 2019-2024 regulatory control 
period. Consequently there is no funded initiative in this area planned for the 2024-2029 regulatory 
control period. It will be reviewed again prior to the 2029-2034 Combined Proposal submissions process. 

7.2.5 Finance, HR, & payroll 

Finance, HR and Payroll are principally supported by the ERP system. A number of modules in this suite 
are have reached or are nearing end of standard maintenance. This poses a risk from the point of view of 
potential system failure as well as the inability to apply updates to maintain legal compliance. 

The proposed initiative is based on performing the minimum upgrades of ERP modules as necessary to 
maintain compliance with policy and regulation changes for example in payroll / superannuation 
regulations and enterprise agreements. This involves applying support packs where available and 
implementing regulatory enhancements where these are not provided in the support packs. 

A major upgrade of the ERP to S/4HANA is recommended by the vendor. However, this will be a costly 
process and it is not essential until the end of 2030 when support will cease. Consequently it is proposed 
to delay that upgrade until the start of the 2029-2035 regulatory control period. Minor enhancements are 
also currently available to improve usability and increase efficiency. However, in order to demonstrate 
prudent expenditure it is proposed to defer these until the S/4 upgrade. 

7.2.6 Asset and Works Systems 

For the Distribution Business this topic includes: 

a) Replacement of the Customer Connections Works Management Tool  
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• This system is past end-of-life, it is now years old and there is no upgrade path. Plans to 
replace this system in the 2019-2024 regulatory control period were deferred so it will now be 
included in the 2024-2029 regulatory control period. 

• The work is vital to ensure customer facing connection services continue unaffected including; 
o  customer connections, customer alterations / year 

o customers moving in and out / year; 

b) Replacement or upgrade of the Asset Based Works Management tools  
. These systems are also at end-of-life and are not being supported by the vendor into the 

future. 

In regard to the above two requirements, there is an opportunity to select and implement a single 
system to support works management for both Customer Connections and Asset Maintenance. An 
initiative is proposed to explore that option in addressing these systems.  

c) Replacement of a range of design & estimating tools for Distribution Connections  

 
 

 
 

  

The design team currently use a wide variety of un-integrated tools in the design process. This 
results in significant manual intervention in the process with resulting inefficiency. There are a range 
of other issues, including: 

• Increased opportunity for errors 
• Inability to enforce technical standards  
• Lack of control and visibility of design documentation 
• Lack of integration with ERP and GIS 

Consequently an initiative is planned to replace the existing toolset with an integrated Design & 
Estimating solution with strong integration to a CAD foundation and easy use of standard design 
components. 

There is no proposed expenditure in this area for Transmission in this period. 

7.2.7 IT Infrastructure, Security & Support 

This area involves various expenditures due to asset end-of-life or increased capacity requirements in the 
areas of End-user computing, IT Management and toolsets, IT Network Core Services, Collaboration Tools 
and Application Delivery Mechanisms. 

The costs of these initiatives are shared across Distribution and Transmission. 

7.2.8 Market Systems 

Significant initiatives in this area include: 

a) MDMS Replacement 

The Market Data Management System replacement project will be started in the current period and 
will be completed in the R24 period as was specified in the R19 submission. 
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The system is instrumental in the processes of gathering and validating readings for the billing of 
Tasmanian basic metered customers.  
This aging system holds significant market operability and compliance risks related to: 

o Cash flow of revenue processed through market systems) 

o million collected meter readings and  million generated reads for unmetered sites 
/ year  

o Compliance / operator licensing – a high risk that we can’t achieve regulatory changes as 
technology ages. 

b) MDMS Upgrades 

The MDMS requires ongoing upgrades maintain currency of the software and to address any 
requirements from the biannual change program from AEMO. This change program alters 
procedure or data requirements for market participants. This is an ongoing compliance driven 
initiative which in R24 will dovetail into the MDMS replacement, with updates being applied to 
MDMS prior to go-live and to the replacement system thereafter. 
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8 Program of work 
The presentation of the 10-year program of work has been broken into the program of work for the 
2024-2029 regulatory control period (July 2024 to June 2029) and 2029-2034 regulatory control period 
(July 2029 to June 2034). 

8.1 2024-2029 Program of Work 

8.1.1 2024-2029 Roadmap  

The following roadmap demonstrates the major initiatives proposed to be undertaken as part of the 2024-
2029 Program of Work. The estimated commencement and duration of each initiative is shown, grouped 
by functional area. 

 





















Appendix 1 – Non-Network IT Application Roadmap 

 

Figure 14 – 2024-2029 Predicted State of Core Applications 




